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Introduction

Privacy has not taken a back seat in public attention during the past year. National security
and anti-terrorism initiatives by governments have continued to dominate the agenda for
those concerned with privacy protection. The security developments have been a source of
serious concern in many jurisdictions, including Canada, the US, the UK and the European
Union. Major issues include the creation by governments of databases for the tracking of
airline travellers. Under these programs, governments are collecting large amounts of
sensitive personal information, keeping it for lengthy periods and using it for purposes that
are unrelated to the war on terror. Other disturbing developments are proposals by
governments in Canada, the UK and the Philippines to require citizens to obtain national
ID cards, or to require ISPs to retain all customer electronic communications traffic
information for possible use by law enforcement agencies.

In his case summaries, the Privacy Commissioner of Canada continues to provide guidance
in his interpretation of the Personal Information Protection and Electronic Documents Act
(PIPEDA). The corporate and commercial bar in Canada has followed the Commissioner’s
rulings with keen interest. The Canadian Bar Association has recently approved the creation
of a national Privacy Law Section, which will work in conjunction with already established
provincial bar association privacy sections in Ontario, Alberta and British Columbia.

Privacy Commissioners in Canada have been very active in making submissions responding
to government initiatives that impact on privacy, especially in national security. Their efforts
have met with considerable public support. There have been some successes where the
government has responded positively to privacy concerns raised by the Commissioners. The
most notable change was to the Canada Customs and Revenue Agency’s database for tracking
travellers, which moved from an all-inclusive model to one that is more targeted and
nuanced.

Other developments of interest are in the area of solicitor and client privilege, especially
where money laundering and corporate malfeasance reporting requirements apply to
lawyers. Lawyers in Canada have been successful in the highest courts in arguments for a
strong legal protection for solicitor and client privilege. This has persuaded the Government
of Canada to exempt lawyers, at least for the moment, from requirements of reporting on
their clients under money laundering legislation.

Finally, concern about the proliferation of video surveillance cameras in public places has
triggered litigation on constitutional grounds in Canada, and a working paper to study
protections for citizens in the European Union.




Privacy in Canada

Privacy in the Private Sector — Federal Canada

Personal Information Protection and Electronic Documents Act (PIPEDA)

The Government of Canada enacted legislation to protect the personal information of
individuals that is held by private sector entities in the course of commercial activities.! The
Act also protects the information of federally regulated employees. Excluded is personal
information that is collected, used or disclosed by individuals for purely domestic and non-
commercial purposes, and personal information that is collected, used or disclosed for
journalistic, literary or artistic purposes.

The legislation came into force in 2001, and will apply to the private sector in stages. In
its initial phase, the Act applies to federally regulated works, undertakings and businesses,
notably banks, airlines, railways and broadcasting companies. The Act currently applies also
to provincially regulated entities that disclose personal information across borders for
consideration.

In 2004, PIPEDA will apply to provincially regulated entities that collect, use and disclose
personal information in the course of commercial activities. The federal government is
asserting jurisdiction over provincially regulated entities under the federal “trade and
commerce power” and has thus limited the reach of the Act to commercial activities, leaving
uncovered the non-commercial activities of non-profit entities and provincially regulated
employee information.

The Privacy Commissioner of Canada, George Radwanski is the oversight body with
responsibility for ensuring compliance with the Act. He is an independent Officer of
Parliament, who also has jurisdiction with respect to public sector privacy regulation. The
Commissioner is an ombudsman, who has extensive investigative powers and may make
findings, issue reports and make recommendations. In addition, an aggrieved person may
apply to the Federal Court for redress, including damages.

Findings of the Privacy Commissioner of Canada

To date, Commissioner Radwanski has issued more than 125 summary reports of his findings
in individual complaints under PIPEDA.?

The following are some interesting reports issued by the Commissioner.
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Consent — Air Canada Frequent Flyer Plan Decision

The consent of the individual is the key to the legislation. It must be obtained for the
collection, use and disclosure of personal information, with some specified exceptions. The
consent may be express or implied. While PIPEDA permits an organization to rely on implied
consent, express consent is required for sensitive personal information. Consent must be
informed, and this is required whether or not the consent is express or implied.

In a decision involving the Air Canada frequent flyer plan, Aeroplan, the Commissioner
acknowledged that opt-out consent is contemplated by PIPEDA, but nevertheless narrowed
the scope of situations where this approach would be valid. The Airline collects, uses and
discloses the personal information of its frequent flyer plan members, and routinely discloses
this information to other Air Canada divisions, to member airlines of the Star Alliance airline
network as well as to other arms length business partners. This use and disclosure is not
revealed to Plan members upon enrollment.

In June 2001, the airline sent a brochure entitled “All About Your Privacy” to 60,000 of its
approximately 6 million Aeroplan members, and presented five scenarios for sharing the
personal information with other parties, asking for consent to these disclosures on an opt-
out basis. None of the companies to which it was proposed to make the disclosures was
named. Unless a positive objection was registered, the Aeroplan member was assumed to
have consented to the disclosure.

The Commissioner held that the brochure was vague, confusing and open-ended, and did
not provide sufficient specific information, (including information about purposes),
regarding the disclosures to permit informed consent. In regard to whether an opt-out form
of consent was appropriate, he ruled that regard must be had to the sensitivity of the
information and the reasonable expectations of the individual. Opt-out is the weakest form
of consent and its scope of acceptable use should be limited.

The information being shared included financial information, information about personal
or professional interests, demographics and preference for products, and this information
was categorized as “sensitive personal information” by the Commissioner, and thus subject
to a higher standard of positive opt-in consent.

The Commissioner found the following facts compelling: that the airline was already
disclosing information in 3 of the 5 categories; and that it did not provide information about
disclosure upon membership enrollment, and indeed intimated that it did not share
information. He said that sending the brochure out to only 1% of members was token
compliance only, and the Act does not provide for that.
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The Commissioner made the following recommendations:

* Air Canada should inform all Aeroplan members as to the collection, use, and
disclosure of their personal information.

* Air Canada should clearly explain to all Aeroplan members the purposes for the
collection, use, and disclosure of their personal information. This is not done
adequately in the current version of the “All about your privacy” brochure.

* Air Canada should seek positive (i.e., opt-in) consent from all Aeroplan members
regarding all information-sharing situations outlined in the brochure.

* Air Canada should establish appropriate procedures for obtaining positive consent.

* Air Canada should execute appropriate agreements with all the direct-mailing houses
it employs as agents to ensure that the personal information of Aeroplan members is
protected in accordance with the Act.

* Air Canada should suspend all information-sharing activities in respect of the Aeroplan
program until the Commissioner’s other recommendations have been implemented.
Air Canada must inform the Commissioner within 60 days of its plan of action to
implement his recommendations.?

Controlling Agents

The Commissioner has held that an organization that is contracting out the processing of
personal information to another company must take steps to ensure the confidentiality and
security of the information, to the point of ensuring that sub-contractors are bound by
confidentiality contracts.*

Jurisdiction — Credit Reporting Agencies

In a recently issued report, an individual complained that a credit reporting agency had not
responded to his request for access to his personal credit history and that it had refused to
amend the information in his credit report. The Commissioner ruled that he had jurisdiction
to investigate the complaint, because although credit reporting agencies are provincially
regulated, they disclose personal information to clients across borders for consideration.
The Commissioner concluded that the first part of the complaint was well founded in that
the agency had taken too long to respond. However, he found that the second part of the
complaint was not well founded as the personal information in issue was accurate and
therefore there was no requirement on the agency to amend it.’
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This case raises issues under the transitional provisions regarding applicability to provincially-
regulated entities:

30(1) This Part does not apply to any organization in respect of personal information
that it collects, uses or discloses within a province whose legislature has the power
to regulate the collection, use or disclosure of information, unless the organization
does it in connection with the operation of a federal work, undertaking or business
or the organization discloses the information outside the province for consideration.

As noted above, credit reporting agencies are provincially regulated, and in Ontario, at least,
are governed by a statutory regime that provides for many similar consumer protections and
remedies regarding collection, use and disclosure as those under PIPEDA. Nonetheless, the
Privacy Commissioner assumed jurisdiction and investigated the matter.

Industry Canada and Representations on the Internet — Cross-Border

In February 2003, the Competition Bureau of Industry Canada published a document on the
application of the Competition Act to representations made on the Internet.®

The document sets out the rules and offences for commerce, online or offline. It speaks of
combinations of online and offline commerce, such as representations made in websites that
encourage consumers to buy items in a store.

On the issue of jurisdiction, Industry Canada clearly states that the rules will apply to
businesses outside of Canada, in order to protect Canadian consumers:

The Bureau will assert Canadian jurisdiction over foreign entities to the fullest
extent authorized by law whenever necessary to protect the Canadian market from
misleading representations and deceptive marketing practices. The Bureau will also
actively seek the assistance and co-operation of foreign agencies to address
misleading representations and deceptive marketing practices having an effect on
the Canadian market. Such co-operation is facilitated through agreements and
arrangements at both the government and agency level.

Other Privacy Developments

Police Video Surveillance in Public Places

In June 2002, the Privacy Commissioner of Canada initiated a constitutional challenge in
the Supreme Court of British Columbia regarding the practice of police video surveillance
in public places. Hearings began on March 12, 2003. The Commissioner’s action is against
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the Solicitor General of Canada, who has overall authority over the Royal Canadian
Mounted Police, a federal police force that provides contracted policing services in many
provinces. The Commissioner argues that such surveillance is not only unconstitutional, but
it also breaches the federal public sector Privacy Act. The federal government’s response,
so far, is to argue that the Commissioner lacks standing to bring the constitutional
application.” On June 10, 2003, the BC Supreme Court ruled that the federal privacy
commissioner did not have legal standing to bring his challenge and it was dismissed.

Solicitor and Client Privilege

Police Search of Lawyers’ Office

The Supreme Court of Canada has held that the solicitor and client privilege is of such
importance that it is a fundamental aspect of the Canadian system of justice. The privilege
has been held to be an element of fundamental justice under s. 7 of the Canadian Charter
of Rights and Freedoms. Accordingly, the privilege must be given a large and liberal meaning,
and any statutory derogations from the privilege must be read restrictively. Any doubt as
to the reach of a derogation should be resolved in favour of protecting the confidentiality.

“Solicitor-client privilege must be as close to absolute as possible to ensure public confidence
and retain relevance. As such, it will only yield in certain clearly defined circumstances, and
does not involve a balancing of interests on a case-by-case basis.”®

In a recent case, the Court has found a Criminal Code provision permitting the search and
seizure of documents located in a lawyer’s office to be unconstitutional. The privilege
belongs to the client, and the Code provision required that any privilege be asserted by the
lawyer. Failure by the lawyer to assert the privilege would result in the privilege being lost
to the client. This the Supreme Court found unacceptable.

In the case, materials were seized by the police from law offices pursuant to warrants. The
procedures prescribed by s. 488.1 for the protection of materials possibly protected by
solicitor-client privilege were followed and claims of solicitor-client privilege were made
by the law firms on their clients’ behalf.

The Court said:

It is critical to emphasize here that all information protected by the solicitor-client
privilege is out of reach for the state. It cannot be forcibly discovered or disclosed
and it is inadmissible in court. It is the privilege of the client and the lawyer acts
as a gatekeeper, ethically bound to protect the privileged information that belongs
to his or her client. Therefore, any privileged information acquired by the state
without the consent of the privilege holder is information that the state is not
entitled to as a rule of fundamental justice.
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Among the deficiencies the Court found in the Code procedures were that the privilege
would be lost through the absence or inaction of the lawyer, and the name of the client must
always be produced, even if sometimes itself subject to privilege. There is no requirement
that the client be notified — the absence of notice is the first step in a series of consequences,
which can be fatal to maintaining the confidentiality of privileged documents. The court
was provided with no remedial discretion in the context of the Criminal Code scheme, and
thus could not save the privilege.

Finally, some appellate courts took issue with the fact that, pursuant to s. 488.1(4)(b), the
Attorney General may be allowed to inspect the documents where the judge is of the opinion
that it would materially assist the court in determining the question of privilege. Several
courts held that this subsection effectively nullifies solicitor-client privilege before it is even
determined that such privilege exists. There was no necessity for the determination of
privilege to be made by the Attorney General.

The Court articulated the following principles with respect to the search of lawyers’ offices:

1. No search warrant can be issued with regards to documents that are known to be
protected by solicitor-client privilege.

2. Before searching a law office, the investigative authorities must satisfy the issuing justice
that there exists no other reasonable alternative to the search.

3. When allowing a law office to be searched, the issuing justice must be rigorously
demanding so to afford maximum protection of solicitor-client confidentiality.

4. Except when the warrant specifically authorizes the immediate examination, copying
and seizure of an identified document, all documents in possession of a lawyer must be
sealed before being examined or removed from the lawyer’s possession.

5. Every effort must be made to contact the lawyer and the client at the time of the
execution of the search warrant. Where the lawyer or the client cannot be contacted,
a representative of the Bar should be allowed to oversee the sealing and seizure of
documents.

6. The investigative officer executing the warrant should report to the Justice of the Peace
the efforts made to contact all potential privilege holders, who should then be given a
reasonable opportunity to assert a claim of privilege and, if that claim is contested, to
have the issue judicially decided.

7. If notification of potential privilege holders is not possible, the lawyer who had custody
of the documents seized, or another lawyer appointed either by the Law Society or by
the court, should examine the documents to determine whether a claim of privilege
should be asserted, and should be given a reasonable opportunity to do so.
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8. The Attorney General may make submissions on the issue of privilege, but should not
be permitted to inspect the documents beforehand. The prosecuting authority can only
inspect the documents if and when it is determined by a judge that the documents are
not privileged.

9. Where sealed documents are found not to be privileged, they may be used in the normal
course of the investigation.

10. Where documents are found to be privileged, they are to be returned immediately to
the holder of the privilege, or to a person designated by the court.’

The federal Department of Justice is currently drafting amendments to the Criminal Code
to bring the provisions for the search of lawyers’ offices into conformance with the Court’s
ruling.

Solicitor-Client Confidentiality

The Charter of Human Rights and Freedoms of Quebec contains explicit protection for
privacy. In addition, the Civil Code protects privacy, as do separate Quebec statutes
protecting privacy in both the public and private sectors. Recently, the Supreme Court of
Canada granted leave to appeal a decision of the Quebec Court of Appeal regarding the
confluence between solicitor and client privilege (in French “secret professionnel de
’avocat™) and the right to privacy under the Charter. Section 9 of the Quebec Charter of
Rights and Freedoms gives the “secret professionnel de I’avocat” the status of a fundamental
human right, and the Court will consider whether this should receive broad and generous
interpretation or a restrictive one.'

Money Laundering Reporting and Solicitor and Client Privilege

The Government of Canada passed anti-terror financing and money laundering legislation,
requiring a variety of persons to report to government on “suspicious” transactions of their
clients.!! Included were the legal profession. Lawyers had forcefully lobbied the Minister
of Justice to omit lawyers from the reporting requirements, on the grounds that the statutory
requirement derogated from solicitor and client privilege, failed to recognize the unique
nature of lawyer-client confidentiality, and would destroy the lawyers’ confidential
relationship with their clients. The Minister refused to consider an exemption for lawyers.

The Canadian Bar Association and the Federation of the Law Societies of Canada'? (the
FLSC) initiated litigation against the legislative inclusion of lawyers. The government forced
the litigants to bring a separate action in each province. In the first application brought in
British Columbia, the court issued a stay of the lawyers’ reporting requirement, suspending
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the application of the contested provisions for BC lawyers. Following similar results in
Alberta, Ontario, Nova Scotia and Saskatchewan, the FLSC and the Attorney General of
Canada signed a agreement in May 2002 that temporarily exempted all lawyers in Canada,
including Quebec notaries, pending an appeal in the BC courts.

In March 2003, the Government announced that it would exempt lawyers from requirements
under the money laundering legislation to divulge confidential communications with their
clients.

At the same time, the government has announced its intention to introduce “re-designed”
rules regarding lawyers, promising that they will not adversely affect legal counsels’ ability
to fulfill their duties and obligations to their clients, and that the “re-design” will take place
in consultation with the legal profession.!

Cross-Border Issues under the Sarbanes-Oxley Act

The reach of the proposed reporting requirements to the US Securities and Exchange
Commission under the Sarbanes-Oxley Act has cross-border affect, in that Canadian lawyers
would be obliged to follow the rules in the same way as American lawyers. The rules affect
lawyers appearing and practising before the SEC, as well as those even peripherally involved,
foreign lawyers — including Canadians — in-house counsel and lawyers who hold non-legal
positions, such as CEOs.

The Canadian Bar Association (the CBA) has declared that new rules would cast a chill on
lawyer-client confidentiality and threaten confidence in international capital markets.

The “noisy withdrawal” rule is the most contentions, and in the view of the CBA, has the
effect of turning “trusted counsellors into securities police.” The rule requires lawyers to
blow the whistle on a client if they suspect any violation of the US securities law. Lawyers
would be required to report up the corporate ladder — potentially as high as the board of
directors — any misconduct or violation they “reasonably believe” may be contained in
documents submitted to the SEC.

The CBA filed a formal submission with the SEC, and objected to the rule on the basis that
it is a dramatic departure from solicitor and client privilege would seriously erode the lawyer
and client relationship and threaten the independence of the legal profession. The rule would
breach the lawyers’ ethical obligations to their clients. Clients would be very reluctant to
obtain advice from their lawyers, which would “interfere with the positive role lawyers have
always played in assisting their clients to come to capital markets in a forthright, reliable
and honest way.”
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On the question of the independence of the bar, the CBA stated that the attempt of a US
administrative body such as the SEC to discipline Canadian lawyers would interfere with
the self-governance of the Canadian bar, which is already subject to appropriate professional
rules of conduct.

The CBA recommended that the rules be applied only to lawyers practicing in the US, or
that they recognize that Canadian ethical standards for lawyers are comparable and
acceptable and do not require supplementation. The CBA further recommended that the
rule be limited to lawyers directly involved in SEC filings.'

In January 2003, the SEC proposed a modification of the rule, and asked for comments.
Lawyers would still be required to report misconduct or fraud up the corporate ladder to
audit committees or the full board of directors. However, if lawyers withdraw their services,
the client would have the obligation of reporting the lawyer’s withdrawal to the SEC."

The CBA said that the changes were a positive step, however, they did not go far enough,
and the association submitted further comments on the changed rules on March 20, arguing
that the rule still violates the privilege, and inhibits lawyer/client communication.'®

Privacy in the Private Sector — Provincial Developments

Ontario
Private Sector Privacy Bill

In February 2002, the Government of Ontario released a draft private sector privacy bill
for public consultation — the draft Privacy of Personal Information Act (PPIA). Over 600
submissions were received by the Ministry of Consumer and Business Services from many
sectors, and consultations with stakeholders continued through the summer. The Ministry
made many amendments to the draft bill, refining it in response to the issues raised by
stakeholders. The draft went to Cabinet in the fall, but was not introduced as a bill prior
to the Legislature rising in December 2002.

The Information and Privacy Commissioner of Ontario wrote an open letter to the Premier
of Ontario, voicing her disappointment at the failure of the Government to introduce the

bill. She said:

With the current session of the Ontario Legislature having concluded last week,
it is clear that the Ontario Government has decided not to fulfill its commitment
to introduce “made in Ontario” health and private sector privacy legislation. This
is a significant loss to the people of Ontario, and I am deeply disappointed with this
failure to take action.

10
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She said that the legislation was ready to go and there was clear public support. The Ministry
had consulted extensively and resolved many of the key issues. Without legislation, entire
sectors of society will remain without legislated protections. This has the potential to have
a long-term adverse effect as Ontario lags behind other provinces’ and countries’ privacy
protection.

The proposed legislation provided coverage for the protection of health care information.
It is the Commissioner’s view that health privacy legislation is critical for the development
of electronic patient records, dedicated health networks, and the use of genetic test
information. The absence of legislative protections deters the adoption of new information
technology in health sector. Inconsistent health privacy rules will pose a barrier to initiatives
such as the integrated delivery of health care services, primary care reform and the
advancement of electronic health records.!

The Premier of Ontario responded. He noted that he appreciated the Commissioner’s
candour on this important issue. His government shares the view that the privacy and health
information of Ontario residents must be protected and that there is no doubt that privacy
is a fundamental right. He agreed that action must be taken to guarantee the security of
personal information including medical records. However, he said that there were still some
outstanding concerns with stakeholders to address. He did not believe that the opportunity
to introduce privacy legislation before the application of PIPEDA was lost — there was
sufficient time to introduce privacy legislation in a future session of the Legislature before
January 2004. He said that the responsible Ministry would continue to address the remaining
stakeholder concerns.

The government reconvened the Legislature on April 30, 2003. As of the time of writing,
no legislation had been introduced.

Release of Patient’s Personal Records: A Wake-Up Call to All Companies

An incident that highlighted the necessity for formal rules governing the handling of personal
health information occurred in February 2003. An inadvertent disclosure of sensitive
medical records resulted in information about an identified patient appearing on the back
of real estate flyers distributed to a number of Toronto-area homes. Commissioner
Cavoukian called the incident a “wake-up call for all companies:”

If I were on the board of directors of any firm and heard this type of story, I would
immediately call my CEO and ask, ‘Are we at risk? What procedures do we have
in place?’... Every company must have strong privacy and security policies in place
— written policies that have been clearly communicated to all staff. Personal
information should never just be thrown out in the trash or put out for recycling.

11
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Every company must have a standard operating procedure for the secure disposal
and destruction of personal records — a procedure that does not allow for the
records to be restored.

She said that senior officers at every company today should be demanding answers on what
happens to personal information at their company. Each company should assign one
individual to be responsible and accountable for the retention and disposal of all personal
records, and to ensure that the necessary sign-offs have been obtained. Audit trails are also
essential.!®

Ontario Commissioner Research Partnership with Privacy Think Tank

In her continuing work with the private sector in encouraging good privacy practices in
business, the Information and Privacy Commissioner and an Arizona-based “think tank”
announced a joint research project that will compare the privacy practices of companies that
operate in both Canada and the US.

The project will examine how the personal information of clients in Canada is handled
compared to how the US operations of the same companies treat the personal information
of American clients.

“It is very important to understand how global companies are responding to consumers’
growing concerns about how their personal information is being managed,” said the
Commissioner. “In turn, companies will benefit from learning how their privacy programs
compare to other organizations and what they need to do in order to build trust and minimize
the possibility of a privacy breach.”

The joint research program will be undertaken with the Ponemon Institute, a “think tank”
focused on advancing responsible information and privacy management practices for
business and government, on a global basis.

A group of leading Canadian and US commercial organizations representing a cross-section
of industries will be invited to participate in the study. The project will cover a wide range
of privacy issues, including privacy policies, training, privacy security methods, compliance
and global standards. The study is expected to be completed in the summer of 2003 and survey
results will be published on the IPC and Ponemon Institute websites."

Private Sector Privacy — British Columbia and Alberta

In June 2002, the Government of British Columbia issued a paper on the topic of private
sector privacy legislation for the province, and invited comments by the public. The
government set out its general assumptions in the paper:
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1. Given the January 1, 2004 “deadline” presented by the PIPED Act, each jurisdiction will
need to develop its own legislation, challenge the federal legislation’s proposed coverage
in the courts, and/or prepare for coverage by the PIPED Act.

2. A “patchwork” of privacy regimes across the country will not be supported by the business
sector, government, or privacy advocates. This does not mean that all jurisdictions must
exactly duplicate the PIPED Act (with its formal incorporation of the CSA Model Privacy
Code). Instead, it emphasizes the importance of a harmonized legislative framework and
attention to a national minimum standard.

3. The PIPED Act has set the minimum standard of privacy protection in the private sector.
Not only has it set precedent (one that is recognized by the European Union) but, if a
provincial statute does not meet the PIPED standard, the federal government can choose
not to recognize a provincial statute as “substantially similar.”

4. A high percentage of Canadians are concerned about the protection of their personal
information in the private sector and most private sector organizations are willing to
comply with reasonable standards/requirements.

5. The consensus amongst business, interest groups and government leading to the
development of the CSA Model Privacy Code and the passage of the PIPED Act supports
this assumption.

6. Provincial private sector privacy legislation should strike a balance — ensuring compre-
hensive and harmonized protection of personal information in the private sector and
allowing the private sector to collect, use and disclose the personal information it requires
for appropriate business purposes. Any proposed legislation should also be reasonable for
the private sector to implement and administer.

A private sector privacy act should be compatible with the provisions of the existing public
sector act—the Freedom of Information and Protection of Privacy Act (FOIPP Act). The FOIPP
has provided comprehensive privacy protection requirements for the public sector since
1993 (including the health sector) and is generally recognized as one of the strongest privacy
regimes in Canada. Its provisions are laid out in a logical manner and are followed by an
increasing number of private sector organizations involved in service delivery or other
contractual partnerships with government. It provides a standard against which to measure
and a model of legislative approach against which to compare.

The consultation paper requested public input on such questions as privacy codes as a
foundation for compliance; whether opinions about other individuals are the personal
information of that individual or of the subject of the opinion; should there be a frivolous
and vexatious clause; and solutions to correction of information requests.?
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During the winter of 2002/2003, it was reported that the Government of British Columbia
was working on a draft bill in collaboration with the Government of Alberta, in order to
ensure that they would be in harmony, thereby ameliorating cross-jurisdictional compliance
problems. Strong rumours circulated that a bill would be introduced in late March.
However, at the time of writing, no private sector privacy bill has been introduced in either
province.

Liability of Credit Reporting Agencies

The Ontario Court of Appeal has recently issued a decision permitting a class action in tort
to go ahead against two credit reporting agencies, Equifax and TransUnion, for damages
resulting from improper consumer reporting. The case is a class action by a number of
consumers who have claimed that they have been harmed by ina