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Foreword

Iam pleased to introduce Rethinking the Line:
The Canada-U.S. Border — Child Pornography on
the Internet panel session. In October 2000 the

Policy Research Initiative organized a conference in
Vancouver, Canada, Rethinking the Line: The Canada-
U.S. Border along four themes: 1) Safety and the Line,
2) Crossing the Line, 3) Working Across the Line and
4) The Virtual Line. As our contribution to the confer-
ence, John Fleischman and Suzanne Wallace-Capretta,
Senior Policy Officers, Research and Statistics Division,
Department of Justice Canada, assisted by student
Steven Kleinknecht, organized a panel on Child
Pornography on the Internet as part of the Safety
and the Line theme. The panel brought together inter-
national experts from a variety of fields including
criminal justice, law enforcement and academia to

discuss issues arising from child pornography on the
Internet. The ensuing discussion revolved around
the amount and nature of child pornographic images
found on the Internet, the emergence of Internet lur-
ing as a new form of child sexual exploitation and the
cross border obstacles encountered by law enforce-
ment combating child pornography on the Internet.
The feedback we received on the session combined
with the high level of general interest in the topic and
the paucity of information available on it convinced
us that we should make this material more readily
available. The report that follows is summary and
transcripts of the proceeding of the panel session.

Roberta J. Russell, Ph.D.
Director, Research and Statistics Division
Department of Justice Canada

About the Research and Statistics Division

The Research and Statistics Division is staffed by social science

researchers drawn from a broad range of disciplines including

criminology, sociology, anthropology, education, statistics, political

science, psychology, and social work.

We conduct social science research in support of the activities and

programs of the Department of Justice Canada. We also provide

statistical data, methodological services and analytical advice and

undertake public opinion research and comprehensive environmental

analyses.

We recognize that to be useful research must be accessible. In an effort

to make our research more accessible we have created new products

tailored to the needs of a diverse group of users, such as a research

series, Qs&As, and fact sheets.

For further information on our research activities, please visit our

Web site at http://canada.justice.gc.ca/ps/rs.
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Executive Summary

As part of the conference entitled “Rethinking the
Line: The Canada-U.S. Border,” the Department
of Justice, Research and Statistics Division, in

conjunction with the Policy Research Secretariat and
the RCMP, assembled a panel of international experts
to lead a session on enforcement and research issues
surrounding child pornography and luring on the
Internet. The panel was comprised of Sergeant Emmett
Milner (Criminal Intelligence Service Canada),
Detective-Sergeant Wayne Harrison (Winnipeg Police),
Detective-Sergeant Frank Goldschmidt (Ontario
Provincial Police, Project “P”), Andrew Oosterbaan
(U.S. Department of Justice, Child Exploitation and
Obscenities Section), and Dr. Max Taylor (University
College Cork, Ireland). Jacquelyn Nelson of the British
Columbia Ministry of the Attorney General acted as
the moderator for the session.

The panel addressed two main conference themes:
safety and the line and the virtual line. Crime com-
mitted over the Internet is often envisioned as being
borderless, thus presenting some rather unique chal-
lenges for policy makers, researchers and law enforce-
ment. One area of Internet crime, which has been seen
as particularly deserving of attention, is the sexual
exploitation of children. Therefore, this panel was
assembled to discuss three central issues related to
this concern: (1) the scope and nature of child pornog-
raphy on the Internet; (2) sexual predators using the
Internet to lure children; and (3) the challenges of
policing child pornography across borders.

Scope and Nature of Child Pornography 
on the Internet

Dr. Taylor’s presentation indicated that there is a great
deal of child pornography on the Internet. However,
Dr. Taylor suggested that we focus more on identifying
the number of children who are being abused rather
than trying to calculate the volume of child pornogra-
phy on the Internet. As part of the COPINE project —
Combating Paedophile Information Networks in
Europe — Dr. Taylor’s research team has amassed a
database of over 60,000 old and new/recent child
pornography images. Approximately 43,000 of these
images are of girls and 18,000 are of boys. Each week,
the team collects about 1,000 child pornography
images off 60 different Internet newsgroups. The
majority of the material downloaded is relatively old,
consisting mainly of scans from magazines such as
Lolita, originally produced 30 to 40 years ago. While
the database is occasionally called upon by police to

help identify children and offenders, it is maintained
primarily for research purposes.

According to Dr. Taylor’s work, approximately two new
children are appearing in child pornography on the
Internet newsgroups each month. Another trend they
are finding is that the children depicted in the images
are becoming younger. The research from the COPINE
project suggests that the predominant age group is
children between the ages of 9 and 12. However,
Dr. Taylor qualified this figure by pointing out that
it becomes very difficult to ascertain the age of chil-
dren after they reach puberty and, therefore, his
team does not monitor pictures in this age category.
Dr. Taylor noted that roughly 10 percent of female
images in the database are of babies and toddlers.
He also indicated that the overwhelming majority of
images are of Caucasian children. He pointed out that,
while it is not difficult to find child pornography on the
Internet, the average user is unlikely to stumble across
it. Given the fact that so much of this material is avail-
able for free over the Internet, Dr. Taylor argued that it
holds very little market value.

Although still-pictures are by far the most predomi-
nant form of child pornography on the Internet, video
clips will likely become more common as the technol-
ogy advances to allow for faster transmission of large
multimedia files. 

When researching the sexual exploitation of children,
Dr. Taylor indicated that it is necessary not only to
look at the Internet as a medium for the distribution
of child pornography, but also as a place where pae-
dophiles are able to communicate with one another
and develop the types of contacts and support that
help to sustain their interest in children.

Challenges

Each of the presentations highlighted the challenges
faced by legal authorities and policy makers when
attempting to deal with child pornography and luring
of children on the Internet. As Det.-Sgt. Harrison indi-
cated, it is important to acknowledge that most chal-
lenges faced by law enforcement in this area are also
problems encountered when dealing with most forms
of crime now being conducted over the Internet
(e.g., fraud, money laundering, illegal gambling).
What follows is an overview of some of the main
challenges faced by legal authorities.

Volume of potential investigations. The presenters
indicated that the overwhelming amount of child
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pornography on the Internet presents a large number
of potential investigations. Therefore, police find it
necessary to give priority to some cases while post-
poning others. For example, “Project P” (the anti-
pornography unit of the OPP) maintains a backlog of
some 35 to 40 cases at any given time. Given the num-
ber of cases, Det.-Sgt. Goldschmidt indicated that it
is not unusual for them to delay an investigation for
six to nine months.

Resource issues. Investigations may involve a number
of offenders and victims in various parts of the country
or the world. Thus, the amount of time needed to put
together a case, identify and interview the victims and
offenders, coordinate with different police agencies,
and travel to the different regions can make it difficult
to move a case forward. Therefore, before beginning an
investigation, police have to take into consideration
the large amount of resources often required in such
cases.

Remote storage. Some Internet Service Providers
(ISPs) store their clients’ identifying information and
logs (record of their activity) in locations other than
their immediate premises. Additionally, Internet users
may choose an ISP in a different geographical location.
Information can be stored virtually anywhere in the
world as long as the country is connected to the
Internet, which nearly every country is. This compli-
cates matters when police are attempting to obtain
search warrants and collect client information from
the ISPs. Further complicating the investigation
process is the reality that other jurisdictions often
have different laws or may simply be uncooperative
in assisting foreign police.

ISP retention of logs. ISPs are not legally obligated
to retain client logs. Logs are useful for investigations
as they contain such things as when the client logged
onto the Internet, client activity while on the Internet,
and Internet Protocol (IP) addresses to aid in the iden-
tification of the user. Since it is costly to store these
logs, ISPs usually delete this information after a short
period of time. America Online (AOL), for example,
will hold new unopened mail for 28 to 30 days. When
AOL members go outside of AOL to do their surfing,
chatting, posting, etc., it may preserve that informa-
tion for about 7 days. The retention period for AOL
is actually considered good compared to some ISPs
which delete most of the log information daily. This
becomes a problem for police because it is difficult for

them to get enough information to start the investiga-
tion process (e.g., warrants, information from foreign
police agencies) in such a short time frame. Therefore,
the suspect’s log information may be lost before police
are able to obtain the legal authorization necessary to
examine this important source of potential evidence.

Legal definitions. Current legal definitions did not
envision the Internet and the implications it would
have on future understandings of possession and
distribution of child pornography. For instance, legal
definitions do not adequately accommodate the bor-
derless nature of the Internet. This has had implica-
tions for investigations involving electronic child
pornography stored by Canadians in other countries,
and child pornography that has been stored in Canada
by individuals from outside the country. The lack of a
common international definition of child pornography
also makes it difficult for police to coordinate and
obtain cooperation during cross-border investigations.
Officers also have no expressed legal authority to
possess child pornography, which may hinder
investigations.

Court decisions. The Supreme Court case of R. v. Sharpe,
which challenged provisions within Canada’s child
pornography legislation, was seen by Canadian police
as a potential cause for concern.1 At the centre of
their concern was the possible loss of the possession
offence. Sgt. Milner described the possession offence
as a “foot-in-the-door” for law enforcement when they
are developing a case on an individual who may be
involved in more serious forms of child abuse. How-
ever, he noted that if the possession offence was lost,
the introduction of a luring offence might help to
compensate for this loss. Another concern police had
about the outcome of the Sharpe case was the poten-
tial for redefining child pornography, as it would affect
how they conduct their investigations.

Unlike Canada, the United States has a two-part court
system with laws varying not only by federal and state
jurisdiction, but also from state to state for each of the
50 states. Therefore, court decisions can vary between
states and between districts, resulting in various inter-
pretations of federal laws such as possession of child
pornography. 

In addition, wholly computer-generated child pornog-
raphy and morphed child pornography becomes an
issue in court decisions as there may be no real child

1A few months after this conference was held, the Supreme Court delivered its decision in R. v. Sharpe ( January 26, 2001). While the conse-
quences of the verdict are still being reviewed, it would appear that the decision will not significantly alter the existing possession offence.
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actually depicted in the images. Some courts in the
United States have ruled that, for the image to be con-
sidered illegal, it must involve a real child. Proof that
the photograph is of a minor may also become an issue
in some cases.

Encryption. Encryption allows users to “scramble”
their files into unreadable computer code, which can
be deciphered only by using the proper passwords.
Mr. Oosterbaan (U.S. Department of Justice) indicated
that encryption is becoming more prevalent. If law
enforcement obtains an encrypted file, they will
devote resources to the case only if it is considered
a national priority or a national security interest
because of the amount of time it may take to access
the encrypted file. He recommended that, if police
foresee encryption to be an issue in a case, they be
proactive in attempting to acquire the passwords
ahead of time, possibly during the execution of a
search warrant.

Anonymous and Web-based e-mail. Anonymous and
Web-based e-mail makes it difficult for police to trace
an e-mail back to the original sender. Companies such
as “hushmail” and “freedom” fully encrypt their users’
e-mail and then use a re-mailing system, which deletes
any “surface” information that may connect the e-mail
to the sender. Web-based e-mail, such as hotmail,
allows users to create an anonymous account using
false user information (e.g., name, address).

Cable connections. Cable modems maintain a con-
stant connection to the Internet, which can be a prob-
lem for police if they need to identify who connected,
and when. In addition, with dial-up accounts (using
phone lines) in the United States, police can subpoena
information from an Internet company about a client’s
account without the client ever knowing it happened.
The opposite is true for cable law in the United States,
which dictates that the Internet company must inform
its client when police subpoena information from it
regarding that client’s account.

Suggested Priorities

To meet the challenges faced by law enforcement and
help combat the sexual exploitation of children, the
panelists made the following suggestions.

Cooperation and coordination. Given the
international flow of information on the Internet,
the panelists indicated that it is crucial to have coop-
eration and coordination among jurisdictions and
agencies involved in the investigation of child pornog-
raphy and luring of children on the Internet. There

appeared to be agreement among the panelists that
the International Criminal Police Organization
(Interpol), on the international level, and Criminal
Intelligence Service Canada (CISC), on the national
level, have done a good job in coordinating police
efforts. However, the panelists also felt that both agen-
cies could be more effective if they were given more
resources and a stronger role to play.

On the national level, Det.-Sgt. Harrison suggested
that CISC’s role be strengthened by giving it a core
mandate to oversee all Internet investigations. He sug-
gested that its responsibilities could include heading
up a national task force, which would work proactively
to identify victims and offenders; developing and
maintaining facial and filename recognition software;
coordinating all international investigations, both
incoming and outgoing; conducting training across
the country using the “train-the-trainers” model;
and establishing and maintaining national offender
registries.

Internationally, Dr. Taylor indicated that Interpol is
developing a database of child pornography that could
be tapped into by police all over the world. However,
for the database to be effective it will require the police
to continually contribute new information.

In addition, improved cooperation between law
enforcement and ISPs was highlighted. CISC has
been involved in talks with the Canadian Association
of Internet Providers (CAIP) and various other ISP
groups. Sgt. Milner pointed out that some ISPs were
not aware of what is expected of them from law
enforcement. Therefore, liasing with ISPs has and
will continue to create more information sharing
between the industry and law enforcement.

ISP regulation and self-regulation. Panelists indicated
that the technology is available for ISPs to better regu-
late the flow and storage of child pornography on their
servers. Dr. Taylor believes that the existence of child
pornography on the Internet could be controlled if
the ISP industry chose to do so. Det.-Sgt. Harrison
provided an example of how to accomplish this. He
advocated that provincial and state regulations be
instated for ISPs, which would include requiring a
physical street location for each IP address assigned
to their users to assist police to execute warrants. 

Mr. Oosterbaan stated that one of the difficulties noted
by ISPs is that illegal material is replaced almost as
quickly as the ISP removes it. Thus, it is necessary that
a way be developed for ISPs to channel information to
the police so that individuals can be prosecuted to put
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an end to this “reposting” process. He indicated that
some recent legislation in the United States will require
ISPs to report potential criminals to law enforce-
ment. The U.S. Department of Justice is currently
developing regulations on how this process will work.
Mr. Oosterbaan stated that, while this legislation
may be helpful in dealing with the big ISPs (e.g., AOL),
it may not be as effective in dealing with the smaller ones.

Perhaps the most significant way in which ISPs could
facilitate cooperation with police and help regulate the
flow of illegal material would be through the extended
retention and sharing of client log information. ISPs
now delete their logs after a very short time period.
Therefore, the panelists suggested the mandatory
retention of logs for a minimum of three months as
a development that would significantly aid police in
conducting their investigations.

While it may be costly for ISPs to retain logs, Dr. Taylor
argued that ISPs have a duty to exercise social respon-
sibility. In support of his argument, he pointed out
that it is not acceptable in any other setting for a com-
mercial organization to facilitate the commission of
a crime. However, he also noted that some ISPs have
used the defence of being a “common carrier” of infor-
mation, which is a claim used by the mail industry to
protect itself from being sanctioned for contributing
to the distribution of illegal material. Therefore,
Dr. Taylor suggested that it would be beneficial if
the ISP industry could develop a way to regulate itself,
rather than having the state impose regulations.

Training and education. Internet crime is a relatively
new area for policy makers and legal authorities.
Therefore, the panelists stressed the need to train and
educate policy makers, police, prosecutors and judges.
Mr. Oosterbaan discussed the necessity of keeping all
these parties informed of advances in the technology,
because if there is one weak link in the chain (e.g., a
prosecutor who does not understand the technology)
it may result in difficulties in prosecuting a case. The
panelists emphasized that training must be a contin-
ual process to keep up with the rapid evolution of
technology.

In addition, Dr. Taylor stated that probation officers
and social workers should be educated about the
Internet. As part of his research, he has found that
those working in the social welfare system often do
not understand the Internet and are thus ill equipped
to adequately supervise offenders. He discovered that
these workers are reluctant to get involved because
they are worried that the offender is going to know
more about the Internet than they do.

Panelists also promoted educating parents and chil-
dren about the possible dangers that may be encoun-
tered on the Internet. Det.-Sgt. Goldschmidt stated
that he is shocked to hear that some parents allow
their children to meet individuals they’ve met on
the Internet in public places unsupervised.

Child-centred focus. Panelists stressed that law
enforcement should focus on identifying the victims
and give precedence to cases involving individuals
who are victimizing children by producing child
pornography. Det.-Sgt. Harrison indicated that this
is the only way to prevent children from being victim-
ized. However, panelists noted that investigations
of this type can be resource intensive and time 
consuming. This is illustrated by an investigation
conducted by Project “P,” where police interviewed
nearly 1,000 victims who had been terrorized by
one paedophile over a 30-year period. The inves-
tigation took 13 months to complete.

Keeping legislation current. As mentioned, one of
the challenges faced by legal authorities is the diffi-
culty they face when trying to apply existing legisla-
tion to criminal activities involving new technologies
(e.g., the Internet). Therefore, the panelists recom-
mended that policy makers ensure that legislation is
revised to reflect current technology.

Panelists indicated that the creation of luring legisla-
tion would be a positive development. This legislation
is seen as necessary to deal with the unique circum-
stances surrounding the online enticement of chil-
dren. Det.-Sgt. Harrison stated that:

[Luring legislation] is a must to prevent predators from
using the Internet to solicit, lure and victimize children.
Currently, in Canada a child must be victimized for an
offence to occur. There is no provision in current legisla-
tion for an investigator to pose as someone under the
age of 18 and therefore investigators cannot be proac-
tive in terms of actually laying a luring offence charge.
We have invitation to sexual touching, but it requires the
person to actually be under that age and not a person
who they believe to be under that age. Complicating this
legislation is the fact that in Canada the age of consent
for sexual intercourse is 14 years. This means that any
40-year-old or 50-year-old in Canada can have sex with
a 14-year-old child. Unfortunately, any new legislation
dealing with a luring offence will have to be framed
around this age of consent. I think that the age of con-
sent issue is the subject of discussions right now and
I think it’s very important that it be modified in some
way.
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Mr. Oosterbaan added that, while there is legislation
in the United States that deals with luring, it probably
could be strengthened.

To update legal definitions, Det.-Sgt. Harrison sug-
gested that distribute be defined to include, “Making
available via a computer network that passes through
or originates from Canada and is now located outside
of Canada.” He also suggested that possession be rede-
fined to include “password-accessed sites or sites con-
trolled by Canadians, even though the site is located
outside the country.” He stated that provisions should
be built into the Canadian Criminal Code allowing
police to possess and send images, so that officers
could send exhibits and notes through secure servers.
This would facilitate sharing information during
investigations and thus help to identify victims and
offenders.

Det.-Sgt. Harrison noted that the enactment of 
Bill C-40 (the Extradition Act) is a good example of
legislation, which recognizes the necessity of not only
keeping pace with, but also taking advantage of, cur-
rent technology to help fight crime. The legislation
allows witnesses from inside and outside of Canada to
give sworn testimony in court via video conferencing.
Witnesses can do this from the comfort of their own
home locations, allowing them to testify without bring-
ing them to the jurisdiction where the case is being
heard. Video conferencing was used recently in Winnipeg
to secure testimony from a group of seniors who were
victimized by a telemarketing fraud. During the pre-
liminary hearing, 10 seniors testified from four differ-
ent U.S. states using video-conferencing technology.
They gave sworn testimony, which the judge accepted.
The judge also commented on how impressed he was
with the use of this technology to bring in this type
of evidence. Det.-Sgt. Harrison remarked that the use
of video-conferencing technology to secure witness
testimony is a very cost-efficient way to conduct pros-
ecutions when the witnesses are from other jurisdic-
tions. He also suggested that the next step will be
using this technology for taking statements from
other police agencies or interviewing other police
officers to obtain warrants.

Making Internet crime an area of federal jurisdiction
was also advocated as a way of making legislation
more effective. To do this, Det.-Sgt. Harrison suggested
that the Controlled Drugs and Substances Act (CDSA)
be used as a model. He pointed out that the CDSA was
made a federal responsibility due in part to cross-
border issues involving the trafficking of drugs. He
stated that the number of physical border crossings
involving drugs pales in comparison to the number of

virtual border crossings made every minute over the
Internet. In his opinion, some of the benefits of creat-
ing a new and separate Act would include the spe-
cialization of federal Crown attorneys to prosecute
Internet offences; access to more resources to combat
Internet crime; and the development of modern legal
definitions specific to Internet usage for offences such
as distribution and possession of child pornography.

Developing software tools to assist in investigations.
Panelists suggested the further development of soft-
ware tools to help law enforcement in their inves-
tigations. A major software enhancement would be
programs that help to identify children and to sepa-
rate new and old child pornography. Det.-Sgt. Harrison
indicated that police often spend a great deal of time
identifying images of child pornography, but due to
inadequate software, they spend very little time identi-
fying the children in these images or determining when
the image was created. He suggested that enhance-
ments be made to filename and facial recognition soft-
ware to facilitate this process. He suggested that law
enforcement could use filename recognition software
to identify new images and subsequently use facial
recognition software to compare these images to a
master file of children who were reported missing
(or a similarly maintained database).

The maintenance of a child pornography database is
a necessary part of the software-aided identification
process. As mentioned previously, Interpol is develop-
ing such a database, but it is expected to require much
time and input from various international police agen-
cies for it to be effective. Although the database main-
tained by Dr. Taylor’s research team was not created
for aiding law enforcement to identify abused children,
it has occasionally been used for this purpose.
Dr. Taylor’s database does not work on the basis of
software recognition, but on the use of text-based
descriptors. Dr. Taylor stated that he is sceptical of
facial recognition software. Therefore, his team metic-
ulously sifts through the images by hand to categorize
them. Referring to the EXCALIBUR database used by
Swedish police, Dr. Taylor noted that, while it may be
effective, it is not 100 percent reliable; thus, he feels
more comfortable relying on visual inspection of
images. However, the process is not without its draw-
backs; it is labour intensive, tedious, and can be psy-
chologically upsetting for the students categorizing
the obscene material.

Mr. Oosterbaan stated that any new software enhance-
ments must take into consideration existing law enforce-
ment frameworks; that is, it is important to integrate
or adapt any new technologies with traditional law
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enforcement methods. While it is necessary for soft-
ware enhancements to fit into the existing framework,
it is just as essential for law enforcement to remain
somewhat flexible and receptive to the new technolo-
gies that may be necessary to assist them in their
investigations.

Hotlines and tiplines. The use of hotlines and tiplines
for receiving information from the public was also
suggested. Mr. Oosterbaan indicated that such infor-
mation sources have worked very well in the United
States. For example, during a 27-month period the
CyberTipline, which is operated by the National Centre
for Missing and Exploited Children, received over
22,000 reports of child pornography and 3,000 reports
of potential luring cases.

Summary of Recommendations

To address the problem of child pornography on the
Internet and some of the challenges faced by law
enforcement in dealing with this problem, the pan-
elists made the following recommendations: 

n The cross-border nature of the Internet will require
international cooperation and coordination among
jurisdictions and agencies involved in the investi-
gation of child pornography and luring of children
on the Internet.

n Collaboration between the Internet industry and
law enforcement is also key.

n Some form of ISP regulation and/or self-regulation
could help to control illegal activity on the
Internet.

n Training for legal professionals is necessary for
them to keep pace with advances in technology.

n Laws not only need to be updated to include the
new technologies, they also need to be written in
such a way as to accommodate the evolving nature
of technology.

n Given the large number of potential child pornog-
raphy cases, it is necessary for police to maintain
a child-centred focus by concentrating on the
identification of victims and giving priority to
cases involving the production of child pornogra-
phy. Implementing existing software tools and
further developing this technology (e.g., child
pornography databases, file and facial recognition
software) would aid in the victim and offender
identification process. 

n Public education is required to ensure that parents
and children are aware of the potential dangers of
the Internet.

n Further implementation of hotlines and tiplines
will aid in the reporting of child pornography and
potential luring cases.



Borders Conference — Rethinking the Line: The Canada-U.S. Border | 7

S E R V I N G  C A N A D I A N S

Participants

Moderator

Dr. Jacquelyn Nelson — Senior Policy Analyst, Ministry
of the Attorney General of British Columbia

Dr. Nelson is a senior policy analyst with the
Ministry of the Attorney General of British
Columbia. She has been with the Ministry for

12 years, and her portfolios include offensive material
on the Internet, prostitution, hate crime, restorative
justice and federal/provincial/territorial justice policy
issues. She has conducted research in the area of sex-
ual exploitation of children and youth, and is currently
co-chairing a national working group dealing with
child pornography on the Internet.

Discussant

Dr. Max Taylor — University College Cork, Ireland 

Max Taylor is a professor of Applied Psychology at
University College Cork (UCC) in Ireland, and has
been head of the department since 1983. He is also
the director of the Child Studies Unit at UCC, which
focusses on research, training and policy to address
the needs of vulnerable children. Dr. Taylor directs
the Combating Paedophile Information Networks
in Europe (COPINE) project. His current work with
COPINE involves the maintenance of a reference data-
base on child pornography, the assessment of the dan-
gerousness of paedophiles through their collections
of child pornography, and the nature and incidence
of child sex tourism and child trafficking in Europe.
Dr. Taylor is also a member of the Irish government’s
Internet Advisory Group, and the Working Group on
Illegal and Harmful Uses of the Internet.

Panelists

Sergeant Emmett Milner — Criminal Intelligence
Service Canada

Sergeant Milner has been with the RCMP for 26 years,
and prior to that he served with the Ontario Provincial
Police (OPP) and the Royal Hong Kong Police. He is the
National Coordinator for the Sexual Exploitation of
Children Initiative with Criminal Intelligence Service
Canada (CISC). In this capacity, he has directed the
formation of a national strategy to combat the exploita-
tion of children, implementing guidelines for all
law enforcement agencies in Canada, and has been
instrumental in developing an international network

to ensure that investigators around the world are
equipped to fight exploitation through the use of the
Internet. 

Detective-Sergeant Wayne Harrison — Winnipeg Police,
Vice Squad

Det.-Sgt. Wayne Harrison has been a police officer
for 22 years and is currently with the Winnipeg Police
Services, Vice Squad. He has investigated child
pornography and obscenity offences since April 1996.
He has been involved in over 100 investigations of this
type. Some of these investigations included linkages
with officers in various U.S. centres, Germany,
Australia and Sweden. Det.-Sgt. Harrison has been
involved in training police personnel on issues of
child pornography on the Internet, as well as making
presentations at numerous conferences. In 1998, he
received a provincial crime prevention award from
the Manitoba Department of Justice for his Internet
safety presentations. He is also a member of a Manitoba
committee advocating a change to the Criminal Code
to make Internet luring of children for the purposes of
sexual exploitation an offence.

Detective-Sergeant Frank Goldschmidt —
Ontario Provincial Police (OPP), Project “P”

Det.-Sgt. Frank Goldschmidt has been with the OPP for
20 years. He has been with the pornography crime unit
since 1991, where he is currently the senior investiga-
tor and is in charge of operations for the unit. Det.-Sgt.
Goldschmidt investigates child pornography offences
in the Province of Ontario, many of which deal with
computers and the Internet. He has worked in an
undercover capacity on numerous occasions and is
qualified by the Ontario court as an expert in the
investigation and identification of child pornography
and obscene material. He is also actively involved in
police training and has published manuals and guides
for police relating to investigative techniques.

Andrew Oosterbaan — Deputy Chief for Litigation,
Child Exploitation and Obscenities Section, United States
Department of Justice

Mr. Oosterbaan is from the United States Department
of Justice, Criminal Division, Child Exploitation and
Obscenities Section, where he is the Deputy Chief
for Litigation. He handles all criminal litigation for
the section, including investigations and prosecu-
tions nation-wide involving child pornography, child
exploitation, child sexual abuse, trafficking of women
and children for sexual purposes, obscenity, child sup-
port enforcement, and international parental abduc-
tion. Mr. Oosterbaan is also involved in developing
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and coordinating multi-district investigations and
initiatives. In addition, he manages the section’s train-

ing program for prosecutors and law enforcement
agents throughout the United States. 
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Session Proceedings

Dr. Jacquelyn Nelson (Moderator) — Ministry of the
Attorney General of British Columbia 

Opening Remarks

Good afternoon, my name is Jacquelyn Nelson
and I’ve been asked to introduce this session
and be the moderator because I am the co-chair

of the Federal/Provincial/Territorial (F/P/T) Working
Group on Offensive Content on the Internet. I’m also
with the Ministry of the Attorney General of British
Columbia, Policy Sector.

The F/P/T Working Group on Offensive Content on the
Internet is developing recommendations to address
child pornography and luring over the Internet. In
addition to considering options for law reform, we’re
also trying to examine how to work with other sectors
to make the laws effective. We’re considering how best
to partner with industry, for example, and to ensure
some cooperation from industry in matters such as
keeping logs, reporting offenders, and also just raising
awareness among industry itself regarding problems
on the Internet. In other words, trying to link with
them to develop some solutions.

We are also reviewing issues regarding the needs of the
police. These issues include how to better link police and
specialists who have expertise in Internet crime, how
best to do training, and find out what other things are
needed to support police when they are investigating
Internet crime in general, and particularly child pornog-
raphy and luring. 

Finally, our working group has taken the approach that
we need to have an integrated approach to this issue,
which includes education of the public regarding what
the dangers on the Internet may be, and what they can
do if they encounter some of these dangers.

I know that our panel today is going to be covering
many of these issues. I’m pleased to be here to intro-
duce them to you. I will start by introducing each of
the panelists by name.

To my immediate right is Max Taylor, followed by
Emmett Milner, then Wayne Harrison, Frank
Goldschmidt and Andrew Oosterbaan. Before I intro-
duce the first speaker, I would like to introduce Dr. Max
Taylor who is going to serve as the discussant through-
out the session. Dr. Taylor, as mentioned, will be com-
menting on the presentations made in this session. 

Our first presentation is by Emmett Milner.

Sergeant Emmett Milner (Panelist) —
Criminal Intelligence Service Canada

Thank you very much. I am presently attached to
Criminal Intelligence Service Canada (CISC). A lot of
people may not know who CISC is. You might look at
CISC as a national task force that looks at organized
crime and other specific issues. We in the central
bureau have, for example, an officer from the
Vancouver Police seconded to us for three years,
OPP members, Sûreté du Quebec, Montreal Police,
Customs, Ottawa-Carleton Regional Police, Calgary
and so forth. So we have a cross representation of law
enforcement in our office and we look at particular
issues. What we are talking about today is child
pornography on the Internet. My particular project
goes a little farther than that; it’s to combat the sexual
exploitation of children. 

First, I’d like to give you a little historical background
on CISC. In 1996, the Commissioner of the RCMP had
a vision of where we were going to go and how we were
going to coordinate investigations on the Internet
regarding child pornography and the exploitation of
children, and so forth. Along with the Commissioner,
another person instrumental in putting this together
was Chief Fantino who worked to bring law enforce-
ment together and to rethink how we do this to ensure
a coordinated effort. By 1998, the CISC executive
decided that CISC would carry the mandate to coordi-
nate law enforcement across Canada. This was when
I came on board. We developed a strategy that was
introduced to all law enforcement across Canada. The
CISC executive is made up of the Commissioner of the
RCMP (who’s the Chairperson), the Commissioner
of the OPP, and all major police departments across
Canada. They bought into this and agreed that CISC
would command a leading role. 

Each province has a sexual exploitation coordinator
who works for the province on a regional basis and
CISC works in conjunction with them. It goes from the
municipal level, to the provincial level, and then up
to the national central bureau where I work. I actually
work out of the RCMP national headquarters. We could
be in another office, but for cost efficiency and so forth
our central bureau is situated there.

I want to talk a bit about the volume of the work we
have. I want to talk about our priorities and about
some challenges we face. 

If you look at Canada in terms of the Internet, we are
the second most connected country in the world. In
1997, 31 percent of households were connected; in
1998, 37 percent; and, in 1999, 42 percent. I imagine
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that this figure will increase as time passes. In 1994,
for example, no schools or libraries were connected;
in 1999, they were all connected.

There’s an overwhelming volume of child pornography
on the Internet. I think we have to ensure that we cre-
ate some sort of priority in tackling the problem. It’s
impossible to investigate each and every case of child
pornography on the Internet because it would exhaust
our resources. We have a partnership that we’ve devel-
oped with Interpol; we meet on a biannual basis. This
week, the biannual meeting is being held in Belgium.
Two years ago, we hosted the meeting in Ottawa.
These investigations can carry particularly heavy
costs. They may go on very long and travel could be
involved, so you have to decide how you’re going to
tackle the investigation. However, the other most
important point is identifying the victims in the child
pornography. Basically, the volume aspect becomes a
global problem because there are no borders for crime
on the Internet. It’s a brand new area for a lot of us. 

Our priority in CISC, which has been agreed upon by
the executive committee, is the sexual exploitation of
children; child pornography on the Internet is part of
that priority. Also, within this priority is child prostitu-
tion and sex tourism. We in CISC put out an annual
report as mandated by the government. If you’re inter-
ested, you can retrieve a copy of the report from CISC
or from our Web site (www.cisc.gc.ca). I have a note
here on prioritizing child abuse. First is child pornog-
raphy and it’s a problem that most of us face. I think
we have to ask ourselves: “How are we going to target
it?” “Can we be more proactive by going online and
working on an undercover basis?” This is something
that has to be tackled on an individual basis and each
department will have to look at it.

Now, let us turn to some of the challenges. We have to
look at the legislation aspect. The Sharpe decision is
going to be coming down probably after the election
now. This decision is going to affect our possession
charge. Our possession charge under section 163 of
the Criminal Code is basically what I call a “foot in
the door.” If we find out that the individual has child
pornography it gives us a foot in the door; from there
we will often find child abuse and it will give us some
extra ammunition. If we lose that section under our
legislation, the Justice Minister has discussed luring,
which might be a way out. 

Training is an important part of keeping our investiga-
tors up to date. It’s a continual thing. If you’re in the
high-tech field today, you’ll know that people are
requiring updated training as technology changes

every couple of months. So the training aspect is really,
really important. 

Structurally, the Internet Service Provider (ISP) moni-
toring of Internet activity is really important, too. We
have a pretty good liaison with the ISPs. Our biggest
problem is tracking and obtaining the evidence
required. So logs would be the most important part
to look at. Right now there is no policy. ISPs are not
regulated in Canada and I don’t think they’re regulated
in very many countries. It’s a very difficult thing to do.
We have developed a rapport with CAIP (the Canadian
Association of Internet Service Providers). CAIP is one
of the groups we continually strive to keep in contact
with to assist investigations and investigators.

Basically, the investigations on child pornography go
from Interpol, through our office, and then to more
regional offices. In 1999, we had 164 requests that
came through — 103 were international, 61 were
national. This year so far we are up to 180; 120 were
international, 60 were national.

Dr. Jacquelyn Nelson

Thank you, Emmett. One thing that Emmett mentioned
was the possibility of luring legislation in Canada, as
a possible foot in the door depending on the Sharpe
decision. You may or may not be aware that in early
September the federal Justice Minister had committed
to bringing in luring legislation. What that means in
view of the federal election, I don’t know.

Our next speaker is Wayne Harrison.

Detective-Sergeant Wayne Harrison (Panelist) —
Winnipeg Police, Vice Squad

First, I would like to thank the federal government,
John Fleischman’s office and his co-workers for invit-
ing me here to make a presentation. It’s a privilege for
somebody who’s a street cop turned cyber-cop to be
able to attend a convention such as this and actually
speak to the researchers and policy makers who make
the decisions that affect how we have to do our work.
Hopefully our message, our concerns and what we
would like to see done is acted upon in some manner,
and are not simply information given to you.

Although this presentation will address child pornog-
raphy, the Internet crime I refer to will also deal with
other Internet crimes that are occurring, such as drug
trafficking, hate crimes, illegal gambling, credit card
fraud, stalking and copyright infringement. Consider
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all these offences as well. Although I will speak about
child pornography, all these offences are booming on
the Internet right now.

I will present some of the positive developments that
have occurred recently that have assisted us, and are
signs that we are moving in the right direction. I will
also make some suggestions that I see as an investiga-
tor that would assist us in doing our job and making
children safer in Canada.

Positive Developments

First, having this topic discussed and brought up at
this level, at this type of conference, is obviously a pos-
itive. As Emmett has described, CISC has taken a lead
role. It has initiated the process of making the neces-
sary contacts and developing contacts with the various
outside agencies on behalf of all investigators in
Canada. And for that we are thankful to CISC and the
related agencies that he works with because it’s a very
important part of Internet investigations and it’s a
theme you will probably hear throughout this session.
Cooperation and sharing of information is the only
way that these investigations can be completed.

Another positive was the enactment of Bill C-40 in
Canada. This was a recent change in Canadian legisla-
tion, which allows witnesses from in and outside of
Canada to give sworn testimony in court via video-
conferencing technology. They can do this now
from the comfort of their own home locations. This
will obviously assist in the court process by having
witnesses available to testify without having to bring
them to that jurisdiction. This was used last month in
Winnipeg, to our knowledge for the first time, for testi-
mony from a group of seniors who were victimized by
a telemarketing scam. During the preliminary hearing,
10 seniors testified from four U.S. states using video-
conferencing technology. They gave sworn testimony,
which the judge accepted, and the judge commented
how impressed he was with the use of this technology
to get in this type of evidence. It’s a very cost-efficient
way to conduct prosecutions when the witnesses are
from other countries. Obviously, it is something that
police services will have to use for taking statements
from other police agencies or interviewing other police
officers for obtaining warrants. That will be the next
step: sworn statements from police officers given via
video conference. It’s a tremendous tool for police offi-
cers. It’s kind of ironic that some day an accused will
be charged for distributing child pornography over the
Internet and the same technology will be used to con-
vict him. Internet transmissions will be accepted in
court as part of sworn testimony, and I would say
within five years the technology will be there. That’s

an advancement we have to take advantage of and we
have to be ready to take it. For those of you interested
in that particular investigation, I can give you the
name of the officer who coordinated the effort and
she can speak to you directly. She encouraged me to
tell you to call her for some of the bumps and kinks
that she went through to get all these witnesses before
a court process.

Another positive development is that luring laws are
finally in the process of being developed in Canada.
This is a must to prevent predators from using the
Internet to solicit, lure and victimize children. Cur-
rently, in Canada a child must be victimized for an
offence to occur. There is no provision in current legis-
lation for an investigator to pose as someone under the
age of 18; therefore, investigators cannot be proactive
in actually laying a luring offence charge. We have invi-
tation to sexual touching, but it requires the person to
be under that age and not someone who they believe
to be under that age. Complicating this legislation
is that, in Canada, the age of consent for sexual inter-
course is 14 years. This means that any 40-year-old or
50-year-old in Canada can have sex with a 14-year-old
child. Unfortunately, any new legislation dealing with
a luring offence will have to be framed around this age
of consent. I think that the age of consent issue is the
subject of discussions right now and that it’s very
important it be modified in some way.

Areas for Improvement

Here are some suggested areas of improvement. The
first is to make Internet crime an area of federal juris-
diction. Use a model similar to the Controlled Drugs
and Substances Act (CDSA) in Canada. For the benefit
of any of our American colleagues who are here, the
CDSA covers narcotics and all other drugs and their
regulations in Canada. It is not actually part of our
Criminal Code, but a separate Act with its own defini-
tions. The CDSA was made a federal responsibility due
in part to cross-border issues involving the trafficking
of drugs. This pales in comparison to the number of
crossings made every minute across the virtual bor-
ders on the Internet. Some of the benefits of creating
a new and separate Act are that it will allow for special-
ization of federal Crown attorneys to prosecute and
allow access to more resources to combat this prob-
lem. This will also include modern legal definitions
specific to Internet usage for offences such as distri-
bution and possession. 

Currently, we are bound by age-old definitions that
have been established through years of case law
that had no envisionment of what the Internet is.
I would like to see distribute defined to include
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“Making available via a computer network that passes
through or originates from Canada and is now located
outside of Canada.” Secondly, I would like to see pos-
session redefined to include password-accessed sites
or sites controlled by Canadians, even though the site
is located outside the country. I will get into some
case-related specifics that make us powerless to do
our job properly. I would also build in provisions for
possession and sending of images by police officers,
which will allow them to send exhibits and notes
through secure servers. Currently, officers have no
legal expressed authority to even possess those pic-
tures. Contrary to the Criminal Code, under the CDSA
officers are allowed to possess drugs and are even, in
the right circumstances, allowed to exchange drugs
for money for the purposes of a criminal investigation.
We are not even allowed legally, other than a general
phrase of “unless it is in the public good,” to hold or
to have any child pornography even as police officers.
That’s something from a police perspective that makes
us a little nervous at times when testifying in court.

The second topic I would like to raise is regulating
ISPs. There is a need to develop provincial and state
regulations for ISPs, which should include requiring a
physical street location for each Internet Protocol (IP)
address assigned to them to assist us in the execution
of warrants. I was recently involved in an investigation
where the making of obscene materials offences were
charged against two individuals. They were storing
these images on a server that we believed was located
in the United States. In order to locate the physical
street location of a server, in order to execute a search
warrant, we have to rely on the integrity of the com-
pany’s employees to provide information and then
rely on them not to delete this information. Further
complicating this was that the laws in Canada and the
United States differ. So it appeared to us that we have
no legal remedy to shut down the server; in fact, this
business continues to operate south of the border on
a U.S. server. Also needed is a regulation requiring the
mandatory storing of dial-in logs of ISPs for a mini-
mum of three months. It’s a length of time that I’ve
concluded — based on investigations and the length
of time it takes us to get the materials under the cur-
rent system — to get us in a position where an execu-
tion warrant is possible. Currently, ISPs are under no
regulations and we’ve encountered some that keep
their records for as little as three days, making any
type of investigation futile.

Thirdly, I would like to see software enhancements.
Facial or filename recognition software needs to be
further developed. It’s being developed right now in
Europe, but it needs to be improved. Facial recognition

software will compare the faces on the computer
images of child pornography with the faces of known
persons or victims on a master file. Similarly, filename
recognition software could compare the name of com-
puter images with a master list of the names of images
known to be child pornography. Although these names
can typically and easily be changed by the person
receiving it, I would say that in 80 percent of cases they
do not change the names, and we’re seeing the same
titles over and over again. Currently, investigators are
spending hundreds of hours identifying thousands of
images of child pornography, but due to inadequate
software no time is spent identifying the victims in
these images or determining when they were created.
New child pornography is being created every day, and
investigators relocate these images after they have
been traded and posted numerous times. We could
use filename recognition software to identify the new
images and then we could use facial recognition soft-
ware to compare these images to a master file of chil-
dren who were reported missing or a similarly main-
tained database. Arresting the possessors and traders
of child pornography is not enough. The number one
priority must be to arrest and charge the people who
are creating these images and abusing children. This
is the only way we can prevent children from being
victimized and prevent the further victimization of
other children.

A fourth suggestion would be the development of a
national task force. Using a model similar to Weisbaden
in Germany, Canada could create a proactive joint
forces team from various regions across the country.
In Germany, online investigators search the Internet
for fileservers; then, if they are able to download child
pornography from these fileservers, they forward a
copy of the report to investigators from the country
where these files were located. A dedicated national
task force within Canada could do this type of proac-
tive policing within our own country; develop virtual
offices in each region, using secure servers, to allow
these investigators continuous immediate contact.
In other words, simply use the technology that the
criminals are using for law enforcement purposes.
Investigators would be responsible for regional inves-
tigations, including the provision of training to munic-
ipal services to assist them in completing their own
local investigations. In the United States, I’ve been
involved in investigations with the FBI, U.S. Customs,
U.S. Postal Inspectors, and several municipal police
forces. All are working hard, but certainly efficiency
could be improved through a better coordinated effort.

And lastly, I would suggest the development of a
national agency, perhaps using CISC, to oversee all
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Internet investigations. Responsibilities could include
being in charge of the national task force; developing
and maintaining the facial and filename recognition
software; coordinating all international investigations,
both incoming and outgoing; conducting all training
in the country using the “train-the-trainers” model;
establishing and maintaining national offender reg-
istries; and identifying victims’ lists and investigators’
lists. CISC has taken on part of this role already, but
giving it a core mandate as the top echelon of investi-
gators would be a very important step in my view.
Obviously, this could then be shared on a global scale.
In a perfect world there would be one agency coordi-
nating all the global efforts. Although it’s physically
impossible and very unlikely to occur, that’s what is
ultimately required.

In closing, bringing the Internet under control is a
daunting task. A conference like this could be a cata-
lyst. It will take human and financial resources, as well
as a willingness of agencies to put their personal agen-
das aside and work cooperatively, to create a safer and
lawful Internet. Any further inaction though, allows
the predators continued easy access to children. As the
scope continues to increase, it will make it even more
cost prohibitive to provide these solutions down the
road. For these reasons, I believe an investment now is
simply the only answer.

Dr. Jacquelyn Nelson

Thank you, Wayne. I think you raised some very inter-
esting points. I hope that we can have some questions
about some of your suggestions, particularly making
Internet crime a crime of federal jurisdiction.

The next speaker is Frank Goldschmidt. 

Detective-Sergeant Frank Goldschmidt (Panelist) —
Ontario Provincial Police, Project “P”

I would like to take this opportunity to thank the group
for inviting me to Vancouver. It is very beneficial to be
able to share some of our pros and cons of what we are
doing with a group like this. My normal presentation
is some two to three hours, so I’ve really done a lot of
chopping to squeeze it down to 15 minutes.

I have been with the Ontario Provincial Police (OPP)
for almost 21 years now. I’ve been with the pornogra-
phy unit for almost 10 years. This unit has been around
since 1975. Before 1993, the mandate was solely
focussed on investigating the distribution, making,
importing and sale of obscene material. Prior to 1993,

before the child pornography legislation came into
effect, child pornography fell under the obscenity
section of the Criminal Code. When the new child
pornography legislation was passed in 1993, our man-
date changed. Now we solely investigate the distribu-
tion, making and importing of child pornography
within the Province of Ontario. To give you some idea,
before 1993, and before the Internet booming the way
it is right now, it was very uncommon for us to investi-
gate more than one or two child pornography cases in
one year. Since then it has doubled, doubled and dou-
bled as the years have gone by. In a moment I will give
you some figures. 

Our unit has grown from two officers in 1991 to 14 now.
We are overwhelmed with the amount of child pornog-
raphy that is available mainly now through the Internet.
The OPP has taken the initiative to try to combat this
problem, and as a result it has doubled the size of the
unit in the last four years. We do assist other agencies
in Ontario as well as across Canada in investigating
child pornography cases, mainly because this is all
we do. We are updated almost daily as to what is child
pornography and what is not, and what are the most
useful ways to investigate these crimes. The OPP has
been considered the lead agency in Canada for investi-
gating child pornography; consequently, we get calls
from all across the country for assistance. Some of us
have been qualified in the courts as experts, not only
in the identification of child pornography, but also in
the forensic identification of computers.

Our unit is involved in relatively aggressive enforce-
ment. We try to do proactive policing, but as a result
of all the incoming cases that we receive from other
police agencies in the province and other countries,
it is somewhat limited. To give you an idea, one of the
guys in the unit and myself were on the Internet one
evening in the Internet Relay Chat (IRC) channels,
and within a three- to four-hour period we identified
44 persons in Ontario who were involved in the distrib-
ution, making, importing or sale of child pornography.
People often wonder how we are able to identify where
the individuals are right up front. Well, it’s kind of
one of our little trade secrets that I think I’ll just keep
under my hat for now. 

Our unit’s priority is to investigate child pornography.
There is an overwhelming amount of child pornogra-
phy on the Internet and it appears that the offenders
are now a little bit braver, now that they can distribute
child pornography over the Internet, rather than in
person. They seem to feel a sense of security and
anonymity because they are not really talking face-to-
face like they used to, for example, when they would
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meet me in a seedy establishment. Now, over the
Internet, they feel quite free to talk about their prefer-
ences and how much material they have. The com-
puter and the Internet have allowed individuals to
store large amounts of material on their systems, as
well as to trade large amounts of material in a very
short period of time. 

Now, I’ll update you on the amount of work we’re
doing. In 1997, we completed 83 investigations and
laid 105 charges involving 20 people. To date, in 2000,
we have completed some 117 investigations and laid
101 charges involving 20 people. People often question
the 20 — it seems like such a low number. Our priority,
however, is not only to prosecute the offenders, but to
identify the victims. In some cases, we have success-
fully identified the paedophiles’ victims. In one case in
a small southern Ontario community, one paedophile
resulted in us interviewing almost 1,000 victims this
person had terrorized in about a 30-year period. This
is not the type of investigation you can complete in
a one- or two-month period; this investigation took
13 months.

The Internet has provided the perfect tool for pae-
dophiles to distribute their collections and it has basi-
cally become a borderless crime. The Internet has been
used by paedophiles to lure children from across the
U.S./Canadian border, and vice versa. It still shocks
me to hear, when these luring offences take place,
that there are parents who are actually allowing their
12- and 13-year-old children to go to malls and street
corners to meet individuals they’ve met on the Internet.
Quite often our officers pose as children or parents
who have children, who are willing to offer their chil-
dren for sex. There have been a number of cases where
we’ve actually met these individuals in wired hotel
rooms and more or less let them “say their piece”
before we come through the door and arrest them.

We currently execute warrants to obtain ISP informa-
tion. As Wayne has previously mentioned, a lot of the
ISPs keep their logs only for a very short time. There’s
actually one ISP in Toronto, which at the stroke of
midnight, wipes out all the information on its logs
and basically starts all over again. Quite often if we’re
receiving information, such as through CISC which
receives the information from other countries, there’s
a time issue. The information is very time sensitive
because a lot of the log information is deleted. So
when we get an investigation into the office, whether
it comes from inside or outside the country, our first
task is to determine how old the information is. Then
we have to contact the ISP right away so that it can
hold onto its log information. One of the problems

we’re running into is that certain Canadian-based ISPs
store all their information in the United States. One
that comes to mind in particular is Rogers. When we go
to execute a search warrant at Rogers’ corporate offices
in Toronto, the information is not at that location.
Rogers is, however, putting protocol in place where
it can get in touch with its offices in the United States,
retrieve the information we’re asking for, then when
we go to execute the search warrant, we get the infor-
mation from a Canadian address. So far, it hasn’t
become an issue in the courts, but some sharp lawyer
might come up with that some day.

I do agree with Wayne that there should be some sort
of provincial and state regulations for ISPs, and that
the mandatory storage time for log information should
be much longer. We maintain a backlog of some 35 to
40 child pornography investigations at any given time.
One of the other things we review when the informa-
tion first comes in, is whether or not there’s a child
that’s being victimized at the time. If there’s not, unfor-
tunately the case falls down to the bottom of the pile.
If there is a child being victimized, it becomes our
number one priority. Sometimes, we may not get to
an investigation for some six to nine months. 

Some of the other areas on the Internet we are having
problems with because of the volume are the news-
groups and the Web sites. We’re spending most of our
time in the IRC channels. I would like to give you a
sense of some of the problems we have had in retriev-
ing information. There’s one case in particular where
we were working on an individual, a 21-year-old man,
who was no doubt living off the proceeds of his crime.
He was making in excess of US$40,000 per month. He
had a Web site that not only offered adult material,
obscene material, but also had this link off to the side
that offered a vast amount of child pornography. To
make a long story short, we completed the warrants,
completed our investigation, executed the warrants
and found out the information was not actually stored
on his premises. He operated the Web site from his
premises and stored all the information in New Jersey.
We had coordinated an effort with the U.S. Customs
office. Perhaps we ended up with a Customs officer
who wasn’t overly ambitious, but we were never able
to retrieve the information to properly prosecute this
individual in Canada. As a result, all the charges were
withdrawn. The American authorities also told us that,
although this Web site contained a large amount of
illegal material, there was also a large amount of legal
material and they would not be able to shut the system
down. Although there are really no concrete guidelines,
when we go to execute search warrants now we just
shut the whole thing down.
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Currently, we receive and send information and
other child pornography investigations we uncover
in Canada to the U.S. Customs attaché office in Ottawa
and to CISC. That system appears to be working now,
but I can see problems as well with the volume of
information going back and forth.

Another area that I think Wayne has touched on is the
transmission of illegal materials. At this time, we do
not in any circumstances send child pornography
across the Internet to win the confidence of the indi-
vidual we’re working on. If it’s an fserve (file server) or
an FTP (file transmission protocol) site, and the indi-
vidual is not sitting at his terminal, sometimes we’re
able to send a picture of a car or a corrupted file just so
we can obtain the credits and can download informa-
tion off this individual’s system. Certain paedophiles
and individuals are getting wiser when they’re corre-
sponding with us and asking us for information up
front. It’s just like the old drug trade, when you used to
buy drugs off an individual, it would be “you show me
some first, before I show you some of mine.” When
dealing with an fserve you can get away with sending
(uploading) corrupted files and that sort of thing. 

As a result of only doing child pornography cases in
Ontario, we’ve brought some test cases to the courts
in the province, and they’ve clearly defined what is
and is not child pornography. 

But what is the Supreme Court of Canada going to say?
Across Canada itself, there are certain inconsistencies
about what certain people think is and is not child
pornography. This leads me to another thing. Something
that we should try to work toward is an international
definition of what is and is not child pornography.
Then maybe gear that up into a system, such as what
Wayne was talking about, where you would have a
central registry indicating what is and is not child
pornography. 

Dr. Jacquelyn Nelson

I think a very important issue you raised was the idea
of an international definition of child pornography…

Our next presenter is Andrew Oosterbaan. 

Andrew Oosterbaan (Panelist) — Deputy Chief for
Litigation, Child Exploitation and Obscenities Section,
U.S. Department of Justice

It is a great privilege to be here. This is a tremendous
conference, at least in ideology, in what it is intending

to do. Whether or not it can do it is another question.
What it is intending to do is quite important when you
consider the kind of offences we’re talking about. I am
the American on the panel. I am going to give you what
I call the emerging challenges presentation. I think it’s
particularly appropriate for this conference because
one of the greatest challenges we face in the child
exploitation area is the fact that Internet crime is bor-
derless. That’s kind of easy to say, it’s axiomatic actu-
ally. That is not the challenge. The challenge is that it’s
being conducted “among” the borders, it’s being con-
ducted among jurisdictions. One of the greatest chal-
lenges and complications to the work we do results
from the fact that there are so many jurisdictions all
over the world dealing with this borderless problem.

Let me tell you a little bit about myself to put this
presentation in perspective. I am a prosecutor. My role
is one of litigation and litigation support for child
pornography prosecutions all over the United States.
We also train law enforcement agents, detectives and
prosecutors all over the country. 

Legislative Review of Proposed Statutes

Congress in the United States depends on a number
of people and gets its information from a number of
sources, but our section is greatly responsible for the
drafting of legislation and proposing legislation that
is ultimately enacted in the United States, and of
course the development of policy for the current
administration. 

Growth of Federal Child Pornography Cases
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What kind of a problem are we talking about here?
It’s an immense problem. This graph shows you the
growth of the child pornography cases up until 1998,
but I can tell you that since 1998 it has grown at a
much greater rate.

The CyberTipline

The CyberTipline is operated by the National Centre
for Missing and Exploited Children. Between July 1998
and October 1, 2000, the CyberTipline has received
more than 27,000 reports. Child pornography accounted
for over 22,000 reports. Online enticement of children
for sexual acts accounted for over 3,000 reports —
basically we’re talking about here is luring. This is
something we have statutes for. Although we probably
could have better statutes, we do have some statutes
that take care of it in the United States and many of
our prosecutions are online enticement cases. That
again gives you some idea of the extent of the problem.
When you have that many tips coming in on that line,
you know it’s a big problem.

Why the Explosion of Internet Crime?

This is an important question when analysing the
challenges we face in handling this problem. There
is something very unique about Internet crimes,
especially child exploitation crimes. Of course, the
anonymity offered by the Internet is a big element.
These folks are sitting at their computers figuring
because of their anonymity they are pretty safe. There’s
also the satisfaction that they get online. We often joke
among law enforcement that if they only knew that at
the other end there’s frequently a 30- or 40-year-old
Federal Bureau of Investigation (FBI) agent, whose
online name is Suzi13. In the mind of these folks, they
don’t care. They’re fantasizing about what they’re doing.
They’re fantasizing about who they want it to be, and
that’s probably about all that matters to them. Now it
obviously becomes a crime when it goes beyond that
fantasy, and that’s of course why we’re here.

Critical Questions We Face

Can law enforcement keep pace? Child exploitation
crimes are a tremendous problem. It’s an immense
and very expensive effort. Law enforcement has a hard
enough time keeping pace with any criminal effort, but
in particular this area, which is driven by technology,
which is in fact driven by money.

Will legislation keep pace? This is a particular problem
in the United States. I think this is very closely related
to the question of whether law enforcement can keep
pace. In the United States, the legislative process is
very slow. It’s very much driven and affected by the will

of society. Of course in America, where people value
their freedoms above all else, that can be a problem.

Will prosecutors keep pace? This again is closely
linked to the first question. It’s also a resource issue
for them. But often, it’s more than a resource issue,
it’s the “can you teach an old dog new tricks” issue.
Will the prosecutor take the time to learn the technol-
ogy so he or she can handle a case of Internet child
pornography?

Will society allow it? Like I said, this is a very impor-
tant element in the United States, because we’re a soci-
ety that values our freedom above all else. One of the
things we consider to be an important aspect of our
freedom is our privacy. It’s very difficult sometimes to
get the proper legislation passed when it’s considered
to be legislation that has an impact on privacy. There
are many, many examples of that. Attempts to enhance
our enforcement efforts are very much affected by that
last category.

Current Issues

Remote storage. In child pornography cases, the
material is often held in a remote storage area that
individuals have free access to and can give free access
to others. When you’re attempting to issue search
warrants on the individual it becomes very difficult
when you really can’t determine where he or she has
this material, or once you do, it may be difficult to
attain probable cause to get the search warrant to
actually search that area.

ISP retention periods. AOL will hold new unopened
mail for 28 to 30 days. This is relatively current infor-
mation, but this information changes very quickly
because it all depends on the volume. Mail that has
been received and deleted and read mail is going to
be held only for a couple of days. When AOL members
are chatting in AOL chat rooms, they can hold that
IP addressing information for approximately 90 days.
Proxy server IP addresses — that’s when you have
AOL members going outside AOL to do their surfing,
chatting, and so forth — you will have that information
for maybe seven days. This obviously becomes a major
problem for law enforcement. As I’m sure the law
enforcement panelists will agree, the ability of law
enforcement agents to actually get enough informa-
tion to start the process in seven days is pretty tough
to do.

Encryption. I think it’s fair to say with regard to
encryption, at least in the United States, in the average
case it’s not going to be breakable. By the average case
I mean one that doesn’t have national priority or a
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national security interest. If it isn’t at that level in the
United States, you’re probably not going to break it.
That means that U.S. law enforcement has to work very
hard in a case involving encryption, which is becoming
more and more prevalent. For almost every aspect of
these kinds of investigations, you need to know right
up front that encryption might be an issue and you
will need to do an investigation around that. In other
words, you may have to find out a way to get pass-
words up front, especially if you’ve executed a search
warrant and you’re talking to the individual you may
have to take that opportunity to find out what the
passwords are.

Anonymous and Web-based e-mails. These are
becoming more and more problematic with respect
to investigations because there are companies out
there such as “hushmail” and “freedom” which will
fully encrypt the e-mail first of all. Then they go
through these anonymous re-mailers which makes it
very difficult to trace because they’ll “scrub clean” the
information as it goes from one place to the other. By
the time you see it, you have a very difficult time trying
to trace where that particular piece of e-mail actually
came from. Hotmail is not an anonymous re-mailer
system, but we all could create an account completely
anonymously within minutes, with completely bogus
information, and we’d be up and running and it would
make it more difficult for law enforcement to find out
who “owns” the account. 

Cable connections. This may be more of an issue in
the United States than in other countries. The issue
here is the connectivity. You are always connected
when you have a cable Internet connection. In cases
where you’re trying to nail down “who connected and
when,” it becomes difficult because they’re always
connected. In addition, with regular (phone line) ISPs
we can subpoena information from them without ever
letting the “bad guy” know we’ve done it. Unfortu-
nately, with cable law it’s different. The ISP has to tell
the individual Internet user that we’ve subpoenaed
information from them. Obviously that affects our
ability to do things.

Court decisions. We have a two-part system in the
United States. We have state laws and of course these
laws may differ from state to state for each of the
50 states, and then we have federal laws that cover
all 50 states. In order to be a federal crime, there has to
be some interstate commerce nexus. Obviously, when
you’re dealing with computers and the Internet, there’s
a kind of built-in interstate commerce nexus, but some-
times in a possession case all you have is possession
of the material, so where’s your interstate commerce

nexus? The courts have come down in different ways
on this. In some U.S. districts, it becomes more diffi-
cult than in others to prove that element. 

Proof of the victim’s identity can become an issue for
us. Despite Congress’ best efforts to make images of
child pornography not involving a real child (such as
morphed child pornography images) illegal, there’s at
least one Circuit in the United States, the ninth Circuit
where California resides, that has said that for an
image to be considered illegal it must involve a real
child. Therefore, we still, in many cases, must prove
that a real person was involved. Again this refers
strictly to a child pornography case.

Proof of victim’s age. What we are talking about here is
proof that the photograph was of a minor.

Sentencing issues. We have good sentencing statutes,
but they often rely on enhancements that have to be
proven. Sometimes that becomes very difficult. The
courts have come down differently with respect to how
an enhancement is proved or whether it applies. Of
course, as I told you, the state versus federal becomes
very difficult. States have their own laws and their own
courts, and they do things a lot differently. So when we
talk about border problems, we not only have different
federal state jurisdictions, we also have 50 state juris-
dictions to deal with and they can all be different.
We’re trying to coordinate and cooperate among law
enforcement, which is a critical issue in this area. It is
not only complicated among the international com-
munity, it is also complicated within the communities
in the United Sates.

Meeting the Challenges

Staying abreast of technology is an obvious problem.
That’s not just among law enforcement as I said before,
it’s also among prosecutors and judges. As hard as we
might try to put a case together and bring it to court,
if we have not done a good job of educating that judge,
on the record, as to how this all works then we can’t
hope that the courts on appeal are ever going to figure
out why they should come down a certain way with
respect to the offence that was committed. So it’s very
important for all legal authorities to stay abreast of the
technology. 

Developing software tools. What I’m referring to here
is the development of software tools that will help law
enforcement. When it comes to integrating the tech-
nology with traditional methods of law enforcement,
unfortunately, we have a law enforcement framework
that’s pretty much set. It’s important to integrate or
adapt the technology that we have for those methods.



18 | Borders Conference — Rethinking the Line: The Canada-U.S. Border

B O R D E R S  C O N F E R E N C E  —  R E T H I N K I N G  T H E  L I N E :
T H E  C A N A D A - U . S . B O R D E R

Keeping legislation current is very important.

Mutual assistance and cooperation among countries.
I can’t emphasize that enough, and of course that’s
why this conference is so important. It’s critical when
you have offenders who can be all over the world,
when they can pass information through points all
over the world, when there are different laws in differ-
ent countries. It’s very important that we find a way to
work with one another. In our lifetime, we won’t see an
international police force that will be effective in the
way it needs to be to deal with this issue. Interpol does
a very good job. My section has been very involved
with Interpol and the G-8, but I’m sure that law enforce-
ment will tell you story after story where they tried to
rely on Interpol and it didn’t work, so we have a long
way to go. One of the things that the U.S. Department
of Justice does is conduct training programs in foreign
countries; I think that’s one good way to make this as
close to one effort as possible.

Hotlines and tiplines have worked very well in the
United States and I believe they can work very well
in other countries as well. 

Training is very important. 

Raising awareness of the child pornography problem
among Internet users can also help.

I’ve put some of the U.S. criminal statutes on the
slides in case you’re interested and because I think
that they’re probably different from those in Canada
(see Appendix II). There is some current legislation
requiring ISPs to report potential criminals to law
enforcement and we’re working out the regulations
right now about how that will be done.

Dr. Jacquelyn Nelson

Thank you, Andrew. You certainly raise some interest-
ing questions such as can law enforcement, legislation
and prosecutors keep pace? This is something that we
all are facing no matter what country we are in. I have
to say that it’s mind boggling to look at all the different
legislative frameworks that you are working with in
the United States. At this point, I would like to invite
Dr. Taylor to make some comments on the research.

Dr. Max Taylor (Discussant) — University College
Cork, Ireland

Speaking at the end of a series of presentations is
always an invidious position because all the things
you’re going to say have already been said, and you’re

left wondering what on earth to say. Particularly after
the people we’ve heard today who are very experienced
and work in this area. Each of their presentations was
packed with important and very significant issues. 

What I would like to do first is present something
about me and the work that we do (within the COPINE
project), because this work is unusual. Our set-up is
rather unique.

Let me give you some sense of the nature of the
COPINE project. We’re involved in the assessment of
dangerousness and we’re interested in adult sexual
interest in children as it is manifested on the Internet
and the implications of it. We’re also interested in child
trafficking and child sex tourism. Our particular inter-
est, and this is really what makes our work kind of
peculiar, is that we’re very interested in the pictures.
We’re very interested in child pornography pictures
because we believe they are the starting point. Because
of the nature of Irish law, we’re allowed to be in posses-
sion of child pornography. We maintain a very exten-
sive database of child pornography pictures. We work
extremely closely with law enforcement. We’re regu-
larly used as a resource by European law enforcement
agencies and sometimes the National Centre and other
American agencies for advice, particularly on the iden-
tification of new child pornography pictures and for
the identification of new children. That, I have to say,
is incidental to our business. The database was set up
as a research tool and it is maintained because it is a
research tool. It just so happens that it also has practi-
cal value, but it was never set up for that purpose, and
we don’t maintain it for that purpose. However, it is
gratifying that we can help in investigations and be
able to sometimes initiate investigations because we
can identify material. We have done that on a number
of occasions.

The database exists in two forms. First there’s an
archive of older material, which is indexed and
searchable, but it’s not greatly mulled over. By “older
material” we mean older than 15 years; by “new mater-
ial” we mean things up to 10 years; and by “recent” we
mean somewhere between 10 and 15 years. Why these
figures? Well, because it sometimes takes that long for
pictures to emerge. However, I get the impression that
the length between production and distribution on the
Internet has been shortening. Nonetheless, in many
cases pictures can circulate privately among individu-
als and they never get out until later on. 

The second form the database takes is a searchable
archive of new and recent material. About three or
four years ago, Swedish police developed a searchable
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archive based on software recognition. However, our
database works on text-based descriptors. We use the
FBI text descriptors. We did this for a number of rea-
sons. First, we didn’t have the money to invest in the
software anyway, but I also feel very sceptical about
the value of face recognition software now, and did
even more then. We actually commissioned a com-
puter specialist to look at software recognition pro-
grams for us, but the outcome was quite limited. The
EXCALIBUR database that the Swedish police use cer-
tainly works very effectively; however it’s not 100 per-
cent reliable, it’s nowhere near that. We do our work
by visual inspection. So it’s very labour intensive, it’s
tedious, and it’s not very pleasant because you have
to look at everything, but we find it works.

The database is made entirely of material that is posted
and lifted from newsgroups. We regularly monitor
postings to 60 newsgroups and download postings
automatically. We also receive material from law
enforcement agencies. 

To categorize the child pornography, we have a system
that we’ve developed which relates to scale of victim-
ization. We focus on levels 6 to 10. Levels 6 to 10 are
basically pictures involving sexual assaults. Child
pornography at its worst is a picture of a commission
of a crime, a picture of the scene of a crime. I think we
have to remember that it’s a picture of a very serious
sexual assault. It’s not some pretty picture, it’s not
somebody’s fantasy, it’s some real child being abused
and photographed.

Our database underestimates the more mature chil-
dren of 12 or older because we use anthropometric
measures to identify and describe facial and bodily
characteristics. It’s very difficult once you get past
puberty to be accurate about ages. So our database
fizzles out at that age, and we have very little in that
area.

We focus on new photographs and we have very exten-
sive knowledge now of what is new. We probably now
have in the database a very large and probably repre-
sentative sample of the available material. How do
I know that? I really don’t, but I do know that there’s
quite a lot of it. The database has extensive records of
pictures, probably nearly all the material that’s being
posted to the newsgroups that we’ve monitored over
the past three years. We also have records of nick-
names and posting IP addresses.

Here’s a sample of what one of the records in the data-
base looks like (see Appendix III). It describes qualities
of the picture and so forth, and one of the topics is

details, for example, description of environment. This
picture is obviously not a picture of child pornography,
but I do believe that this child is a child at risk, because
that picture came from a child pornography news-
group. We have obtained this picture, not because it
is illegal, but because our gut feeling is that an illegal
picture of this child may appear later on. We’ve been
right on a number of occasions about this as well. You
have to ask yourself, “Why are 20 or 30 pictures of this
child posted to a child-sex newsgroup?” 

The database consists of approximately 60,000 still
pictures and 400 plus video clips ranging from a few
seconds to our longest, which is about 20 minutes.
The video clips are not very manageable. They’re
too big. They’re not really a big area of trade at the
moment. However, as compression technology
improves the video clips will become increasingly
important and we’ll see many more of them. For the
moment though, the overwhelming amount of mater-
ial is still pictures. Of the 60,000 still pictures that we
have, about 43,000 are of girls and about 18,000 are
of boys. About 7 percent of the very obscene girl pho-
tographs are new, and about 26 percent of the very
obscene boy photographs are new. I think that repre-
sents our experience. There’s much more new boy
material coming out than new girl material.

The slide (below) of the age range gives you a sense of
what the new/recent photographs look like by age. As
you can see, 7 percent of the girl photographs fall in the
13- to 15-year-old age category and none falls within
the 15- to 17-year-old age range. Now that, of course,
is absolute nonsense. There are, of course, thousands
and thousands of pictures in these age groups, we just
don’t monitor them because we can’t be sure about
the age of the children in this range. So we stop around
12 years old or so. With boys we can be more accurate
because puberty in boys is delayed somewhat. The
predominant age group would be 9 to 12. But the really
worrying thing about the numbers is that 10 percent
of the images are of babies and toddlers.

Age Range of New/Recent Images

Age of Percentage of girls Percentage of boys 

children in still images in still images

0–2 10 1

3–5 21 3

6–8 21 19 

9–12 41 56 

13–15 7 14 

15–18 0 7
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The race of the children in these photos is predomi-
nantly white. What always surprises me is that there
are very few Black children, almost none. But what we
know about sexual abuse of Black children is that it
occurs more or less as frequently as it does for white
children, but Black kids just don’t get photographed,
or at least they don’t appear on the Internet.

The age distribution of children in the video clips looks
pretty much the same as the photographs. The pre-
dominant age group is between 9 and 12.

We are downloading approximately two new individual
children a month on average; that is, approximately
two new children a month are appearing in the news-
groups. However, the appearance of new pictures is
very irregular. Some months there’s nothing, some-
times we get a flood of them. People often ask me how
much child pornography is there in existence? I think
that this is a nonsense thing to ask. The origins of a lot
of the material are videos. A lot of what we are seeing
are video captures of the new stuff. From a 30-minute
video you can take 1 to 5,000 video captures. Therefore,
it just doesn’t make sense to talk about the amount of
the material, but it does make sense to talk about and
focus on the number of children. Our impression
is that the ages, especially among girls, are getting
younger and younger. They are invariably, not exclu-
sively, but nearly always very domestic in quality. The
pictures are taken in houses, in bedrooms, and in chil-
dren’s bedrooms. What is very alarming is the growth
in the number of east European children who have
been appearing in the last few years.

We reckon that in our new database there’s somewhere
between 300 and 350 children who would be included
in the new/recent category. So for pictures created in
the last 10 years, we have visual records of 300 to
350 children being very seriously sexually assaulted.
There are about 220 boys and about 130 girls. It’s not
always easy to tell the people in the pictures apart.
You can have the same child with multiple pictures
of them. However, you can never be certain that the
pictures are of the same person because of distortions
from picture to picture. Of the girls we have in our
database, we know the identity of about 12 of them
because the cases have been solved. Of the boys, we
know the identities of somewhere between 2 and 12.
I say somewhere between because there’s been a
recent case of seizure in Italy of pictures of boys
from Russia and that will affect these numbers. 

In addition to that we have somewhere between 1,600
and 1,800 pictures of children who were photographed
while they were naked. These are not sexual pictures

in the sense that there’s an adult in the picture doing
something to the child, but these are posed pictures.
In many jurisdictions these kinds of pictures will be
illegal, but not in all. It’s a reasonable assumption that
many of these children are also sexually abused. Either
you’ve not seen the pictures of them or there weren’t
pictures taken. So what I’ve shown you there, I think,
is a massive underestimate of the number of children
involved, but this is the material we have.

I think it’s important to stress that our impression is
that the Internet is, at the moment, primarily a medium
of distribution, not a medium of production. I think
video remains the primary production medium. The
Internet reflects this through video captures. The kg
(kindergarten) series is an example of that. The kg
series consists of pictures of about 30 little girls
between 18 months and 6 years old. There’s some-
where between 3,000 and 4,000 pictures of them
around on the Internet. They’ve been around for a
number of years, but new pictures are being added
to the series. There was a recent burst of new pictures
about a month ago, which were very obscene pictures
of one of the little girls in this series. This is a major
example, it seems to me, of serial child pornography
production where a lot of little girls are being sub-
jected to very serious sexual assaults.

Child pornography is very easy to find on the Internet,
although you’re unlikely to stumble across it. We look
in the newsgroups and we used to look in IRC. IRC is
open to the public, but there are private password-
protected channels. On IRC, you’ve also got secret/
invisible password-protected channels. You’ve also got
server channels on IRC, which still exist; “W0nderland”
was one of them.

Bulletin boards (BBSs) are very important, particularly
the web-based BBSs. They’re important because they
give the location of Web sites to find child pornogra-
phy, but even more important than that they’re a
medium of communication among people. The issue
about the Internet and child pornography is not just
that there are pictures on the Internet and that these
pictures are obscene; the issue is that the Internet
entwines with adult sexual interest in children, and
generates, sustains and develops that interest. Talking
to people is as important in this world, in the develop-
ment of adult sexual interest in children, as the pic-
tures are themselves. Web pages are also a source of
the material. I still believe that what we’re looking at
in child pornography is a massive international con-
spiracy. But unlike most conspiracies, it’s not driven
predominantly by money. Money is made out of it from
time to time, but it’s not characterized by money. Why
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pay, when you can download so much for free off the
newsgroups? We’re downloading somewhere between
5,000 and 7,000 pictures a week, of which about 1,000
are child pornography. It’s mainly all older material.
By older material I mean material such as scans from
the old Lolita magazines and material that was pro-
duced when production and possession of child
pornography was legal in a number of European
countries about 30 to 40 years ago. It’s the new mater-
ial that’s important, however, because it represents
a current child protection problem.

I would like to make one or two other points. I just
wanted to go through the previous points because
I think it’s important just to see what the scale of the
problem is. We always say that there’s a lot of material;
this shows you an overview of the sample that we have.
Although it’s not exhaustive, it’s reasonably represen-
tative of our record.

What are the priorities? What comments can we make
about the presentations today? I think the first com-
ment that has to be made is that investigations must
have a child-centred focus. You’ve heard from the
police presentations that they do that and they quite
clearly regard new pictures as being a priority. But
what follows from that, is that if you go to investigate
these cases you’re going to have to devote enormous
resources to them because the investigation isn’t easy. 

We were involved in one investigation surrounding a
series of pictures. This investigation took about a year
to complete. The pictures were taken by the girl’s
father and he received about 12 years for it just this
year. The pictures had emerged on the Internet about
a year before. The pictures were traded on IRC not
long before they emerged in the newsgroups. So this
was lucky because this material emerged and he was
caught quite quickly. They took a year to track the
offender down. He was located in the south of England
and there was evidence in the pictures that confirmed
that location and their recency. But actually getting
him involved a major investigation. What’s interesting
is that the information that led to his apprehension
came from U.S. Customs which was monitoring IRC.
This is an interesting example of the border issue. Here
we had a child being abused in England, her father was
trading the pictures in America, the IP address was
identified, it was transmitted to the United Kingdom,
and he was caught. However, he was caught by luck.
First, he was caught because someone was monitoring
what was going on. Secondly, he was caught because
the ISP, when approached for the IP address, by chance
had retained it for something like eight months. It
didn’t have the month before or the month after, but

it did have the information for that date. It was total
chance that they got him. 

This just reinforces the role of ISPs — the significance
of the retention of information. Terry Jones from
Greater Manchester Police, who pursued that investi-
gation in the face of considerable adversity, deserves
enormous credit. And that raises another problem:
Who “owns” these investigations? From the evidence
in the pictures we knew that the girl in the material
was English, but we had no idea where she was. So
which English police force would own the investiga-
tion in this case? Greater Manchester Police took up
the case against considerable aggravation from the
Chief Constable who wanted to know why they were
spending money on something they didn’t know was
a problem in Greater Manchester. They were lucky
again, because it worked out the man was caught. But
if he hadn’t been caught, they would then have had to
account for the years of very hard work without ever
doing anything for Manchester, or maybe not doing
anything for anybody. These investigations are hugely
resource intensive and that must be recognized.

So the child focus is important and all the speakers
have recognized that. Retention of logs is vitally
important. I would certainly say that the ISPs should
hold the logs longer than three months, but whatever
is practical because of the cost-benefit aspect must
be worked out. 

Coordination and cooperation among police forces is
absolutely vital. Interpol provides that forum to some
extent. Interpol is itself constructing a database of child
pornography. We, and the Swedish police, have sup-
plied them with all our new material. I know that the
Interpol database will be functional, but the problem
will be maintaining it. If it is not maintained, it will be
useless. It will require somebody working on it all the
time. We have three people running our database. They
do other things as well, but they spend hours upon
hours just sorting through the pictures. It’s very labour
intensive and very unpleasant for the students we have
working on it. Here again it’s an issue of resources. 

There are major training implications in all of this. Not
just training for law enforcement, but for all the agen-
cies involved, such as probation, social workers and
prosecutors. Lots of people need to be trained and
made aware of what the problems are. We are currently
involved in the process of interviewing a lot of offend-
ers. One of the things we’re continually coming across
is the inadequacy of the social welfare system and the
probation service to deal with the offenders and their
problems. Those working in the system need help
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because they don’t understand how the Internet works.
They don’t understand what the problems are. They
don’t even know, when interviewing an offender, what
the right questions are. They’re reluctant to get involved
because they’re worried that the offender is going to
know more than they do. They’re worried that they
will look bad and not even make the right comments.
Training for parents is important as well. Because the
bottom line is that parents need to be aware of the
risks their children face. They need to be aware of the
potential of the Internet. When your husband is sitting
there three to six hours a night playing on the Internet,
what is he doing? Children need to be made alert to the
dangers they might face looking on the Internet. So
there’s an issue of parental regulation, but the bigger
issue is self-regulation by the ISPs. 

All of this could be controlled if the ISP industry
wanted to control it. It only happens because it’s
allowed to happen. If somebody decided that it wasn’t
going to happen then it wouldn’t happen — because
you could control it in better ways than how it’s being
done now. The technology is there to be able to do
that. So the issue does come back to the ISP industry,
which enables and allows it to happen. This is really

something that we all have to address, not just in
Canada and the United States. 

There are many other issues as well. There are issues
having to do with age and all sorts of other compli-
cated issues. There is much work being done on the
relationship between adult sexual interest in children
and the Internet, and the way that the Internet sus-
tains this interest. Related to this is the issue of the
development of dangerousness and the identification
of dangerousness among offenders. It’s important to
realize that not all sexual offenders against children
collect child pornography, and not all collectors of
child pornography assault children. Knowing and
understanding where the boundaries are, and under-
standing the dangerousness of individuals, is a major
challenge. Recognizing the guy whose been caught in
possession of child pornography might well be a liabil-
ity in going farther. Distinguishing this person from
somebody who isn’t going to do that or is unlikely to
do that, for whom the boundaries are reasonably well
established, is a big problem in the management of
offenders. These are just a few of the issues that need
to be addressed. 
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Appendix I:
Questions and Discussion
Dr. Jacquelyn Nelson, Senior Policy Analyst

Thank you to everybody. At this point I’d like to open
the floor to questions, comments or observations. It’s
been a lot to comprehend and take in, but I found it
very interesting.

Myron Claridge, Crown Counsel, Ministry of Attorney
General of British Columbia

What we hear from ISPs is that they can’t afford to keep
logs of their clients longer than just a very short period
of time. What’s the answer to that?

Dr. Max Taylor

You’ll hear the industry say that it’s not making money
these days. Now I don’t think that’s true, but we expect
agencies to exercise social responsibility. It would not
be acceptable in any other setting for a commercial
organization to facilitate the commission of a crime.
But that’s what’s happening here. So I think the ISP
industry really has a duty to make adequate provisions
to address this problem. There is a big issue, which I’m
very aware of, of the international level of the dilemma
of encouraging the development of e-commerce, for
example, and the requirements of freedom, which are
very important. Then there’s the management of the
problems like we’re discussing. There’s a bit of a ten-
sion there, but I still think the ISP industry has a social
responsibility.

Dr. Jacquelyn Nelson, Senior Policy Analyst

Dr. Taylor, you’ve mentioned self-regulation, why 
self-regulation of ISPs?

Dr. Max Taylor

It seems to be, in principle, better to have organiza-
tions regulate themselves. It’s a mark of maturity. After
all, that’s what professions do. Doctors regulate them-
selves; they may not do a very good job of it, but they
do. Solicitors regulate themselves. It’s meant to be a
sign of maturity. It’s cost-effective as well. It gives the
ISP industry the opportunity to influence things in
ways that would maximize the regulatory process to its
benefit. So I think self-regulation in that sense is desir-
able to move to. If you talk about regulation of ISPs,
you have to talk about regulation on a much bigger
scale than a national scale. But first of all, you need to
address the national issues and deal with that. There’s
also an international problem. I don’t know how that

could be dealt with except through a UN agency or
another large agency such as that. However, that also
would necessarily need to be a consensus-based activ-
ity. You’re not going to be able to impose views on the
ISPs from other countries.

Sgt. Emmett Milner

We met with a group of ISPs about three weeks ago.
One of the points that came out of the discussion was
that a lot of the ISPs are not aware of what’s expected
of them from law enforcement. I think we pushed
that idea forward. We’re working with the Canadian
Association of Internet Service Providers (CAIP)
and this group does have a code of conduct for their
clients. We’re trying to assist the ISPs in letting them
know what law enforcement wants. That’s one positive
step we’ve taken. In May 1999, the CRTC (Canadian
Radio-television and Telecommunications Commission)
decided it was not going to regulate the ISPs so that
put us a bit behind the eight ball for the time being.
Unfortunately, it may take someone getting hurt before
something actually happens.

Det.-Sgt. Wayne Harrison

I find it hard to believe that there’s no responsibility
for an ISP that knows that some of the newsgroups
they’re providing access to are titled, for example,
alt.sex.paedophilia.girls. To me, if that’s a newsgroup
that’s being channelled through their service, they’re
involved in the distribution of child pornography.
I don’t see how they could avoid any type of respon-
sibility for this. 

Dr. Max Taylor

But then certainly you don’t prosecute the postal ser-
vice when it carries obscene mail, because it is a com-
mon carrier. We’ve also heard claims from ISPs that
they also have this status.

Andrew Oosterbaan, Deputy Chief for Litigation

There are companies like AOL and Microsoft which
are doing a pretty good job in monitoring and policing
themselves, and they are looking for guidance from
law enforcement on what it is they should do with the
information they get. But then we have so many ISPs
that don’t fall into the same category as AOL and
Microsoft, which are not going to police themselves
as well no matter what we do and no matter what the
body of self-regulation would be. So the issue is multi-
dimensional. I’ve been in meetings with security peo-
ple from AOL and Microsoft, and they tell us, “You
know they come back up just as quick as we take them
down. We take them down, they come back up. We take
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them down, they come back up.” So we’re trying to
work out a method by which they give to us the infor-
mation that we need to try to prosecute the folks and
hopefully terminate that endless process. I’ve been to
the same meetings where I was told that we can give
them the information but they don’t have the resources
to deal with the problem. There are hundreds that pop
up on a daily basis and it really is too much for a law
enforcement agency to handle. We have statutes and
regulations that are being implemented now and we’ll
just have to see how it goes.

Myron Claridge, Crown Counsel

What is the penalty for not following the legislation?

Andrew Oosterbaan, Deputy Chief for Litigation

The statute was set a long time ago and we have yet to
implement the regulations. I think we’re going to find
that it will be very easy to deal with the big ISPs and
difficult to deal with the smaller ones.

Dr. Jacquelyn Nelson, Senior Policy Analyst

We’ll have to wind up now. I would like to thank every-
one for their presentations.
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Presentation Materials

Andrew Oosterbaan
Deputy Chief for Litigation
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